Datenschutzerklarung
vom 29.10.2025

Diese Datenschutzerklarung gilt fiir alle von uns im Unternehmen verarbeiteten personenbezogenen
Daten und fir alle personenbezogenen Daten, die von uns beauftragte Firmen (Auftragsverarbeiter)
verarbeiten. Mit personenbezogenen Daten meinen wir Informationen im Sinne des Art. 4 Nr. 1 DSGVO
wie zum Beispiel Name, E-Mail-Adresse und postalische Anschrift einer Person. Die Verarbeitung
personenbezogener Daten sorgt dafiir, dass wir unsere Dienstleistungen und Produkte anbieten und
abrechnen kénnen, sei es online oder offline. Der Anwendungsbereich dieser Datenschutzerklarung
umfasst:

- alle Onlineauftritte (Websites, Onlineshops), die wir betreiben

- Social Media-Auftritte und E-Mail-Kommunikation

- mobile Apps fur Smartphones und andere Gerate
Rechtsgrundlagen
Was das EU-Recht betrifft, beziehen wir uns auf die VERORDNUNG (EU) 2016/679 DES EUROPAISCHEN
PARLAMENTS UND DES RATES vom 27. April 2016. Diese Datenschutz-Grundverordnung der EU kénnen

Sie selbstverstandlich online auf EUR-Lex, dem Zugang zum EU-Recht, unter
https://eur-lex.europa.eu/legal-content/DE/TXT/?uri=celex%3A32016R0679 nachlesen.

Wir verarbeiten Ihre Daten nur, wenn mindestens eine der folgenden Bedingungen zutrifft:

Einwilligung (Artikel 6 Absatz 1 lit. a DSGVO): Sie haben uns lhre Einwilligung gegeben, Daten zu
einem bestimmten Zweck zu verarbeiten. Ein Beispiel ware die Speicherung Ihrer eingegebenen

Daten eines Kontaktformulars.

Vertrag (Artikel 6 Absatz 1 lit. b DSGVO): Um einen Vertrag oder vorvertragliche Verpflichtungen
mit lhnen zu erfiillen, verarbeiten wir Ihre Daten. Wenn wir zum Beispiel einen Kaufvertrag mit

Ihnen abschlieRen, bendtigen wir vorab personenbezogene Informationen.

Rechtliche Verpflichtung (Artikel 6 Absatz 1 lit. c DSGVO): Wenn wir einer rechtlichen
Verpflichtung unterliegen, verarbeiten wir Ihre Daten. Zum Beispiel sind wir gesetzlich
verpflichtet Rechnungen fiir die Buchhaltung aufzuheben. Diese enthalten in der Regel

personenbezogene Daten.

Berechtigte Interessen (Artikel 6 Absatz 1 lit. f DSGVO): Im Falle berechtigter Interessen, die Ihre
Grundrechte nicht einschranken, behalten wir uns die Verarbeitung personenbezogener Daten
vor. Wir miissen zum Beispiel gewisse Daten verarbeiten, um unsere Website sicher und
wirtschaftlich effizient betreiben zu kdnnen. Diese Verarbeitung ist somit ein berechtigtes

Interesse.

Weitere Bedingungen wie die Wahrnehmung von Aufnahmen im 6ffentlichen Interesse und Ausiibung
offentlicher Gewalt sowie dem Schutz lebenswichtiger Interessen treten bei uns in der Regel nicht auf.
Soweit eine solche Rechtsgrundlage doch einschldgig sein sollte, wird diese an der entsprechenden Stelle
ausgewiesen.
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Zusatzlich zu der EU-Verordnung gelten auch noch nationale Gesetze:

- In Osterreich ist dies das Bundesgesetz zum Schutz natiirlicher Personen bei der Verarbeitung

personenbezogener Daten (Datenschutzgesetz), kurz DSG.

Sofern weitere regionale oder nationale Gesetze zur Anwendung kommen, informieren wir Sie in den

folgenden Abschnitten dartber.

Kontaktdaten des Verantwortlichen

Sollten Sie Fragen zum Datenschutz haben, finden Sie nachfolgend unsere Kontaktdaten:

Evelyna Naturkosmetik (Unternehmen in Griindung)
Oberleiten 36

3325 Ferschnitz

Osterreich

Inhaberin: Evelyn Chines

E-Mail: office@evelyna-naturkosmetik.at
Telefon: +43 699 11940857

In einigen Fallen sind wir gesetzlich dazu verpflichtet, bestimmte Daten auch nach Wegfall des

urspriingliches Zwecks zu speichern, zum Beispiel zu Zwecken der Buchfiihrung. Sollten Sie die Loschung

Ihrer Daten wiinschen oder die Einwilligung zur Datenverarbeitung widerrufen, werden die Daten so

rasch wie moglich, soweit keine Pflicht zur Speicherung besteht, geldscht.

Rechte laut Datenschutzgrundverordnung

Laut Artikel 13 DSGVO stehen Ihnen die folgenden Rechte zu, damit es zu einer fairen und transparenten

Verarbeitung von Daten kommt:

- Sie haben laut Artikel 15 DSGVO ein Auskunftsrecht dartiber, ob wir Daten von Ihnen
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verarbeiten. Sollte das zutreffen, haben Sie Recht darauf eine Kopie der Daten zu erhalten und
die folgenden Informationen zu erfahren:

zu welchem Zweck wir die Verarbeitung durchfihren;
die Kategorien, also die Arten von Daten, die verarbeitet werden;

wer diese Daten erhalt und wenn die Daten an Drittlander Gbermittelt werden, wie die
Sicherheit garantiert werden kann;

wie lange die Daten gespeichert werden;

das Bestehen des Rechts auf Berichtigung, Loschung oder Einschrankung der
Verarbeitung und dem Widerspruchsrecht gegen die Verarbeitung;

dass Sie sich bei einer Aufsichtsbehdrde beschweren kénnen (Links zu diesen Behérden
finden Sie weiter unten);

die Herkunft der Daten, wenn wir sie nicht bei Ihnen erhoben haben;



mailto:office@evelyna-naturkosmetik.at

o ob Profiling durchgefiihrt wird, ob also Daten automatisch ausgewertet werden, um zu
einem personlichen Profil von Ihnen zu gelangen.

- Sie haben laut Artikel 16 DSGVO ein Recht auf Berichtigung der Daten, falls Sie Fehler finden.
- Sie haben laut Artikel 17 DSGVO das Recht auf Loschung (,,Recht auf Vergessenwerden®).

- Sie haben laut Artikel 18 DSGVO das Recht auf Einschrankung der Verarbeitung, was bedeutet,
dass wir die Daten speichern aber nicht weiterverwenden dirfen.

- Sie haben laut Artikel 19 DSGVO das Recht auf Datenibertragbarkeit, was bedeutet, dass wir
Ihnen auf Anfrage lhre Daten in einem gangigen Format zur Verfiigung stellen.

- Sie haben laut Artikel 21 DSGVO ein Widerspruchsrecht, welches nach Durchsetzung eine
Anderung der Verarbeitung mit sich bringt.

- Wenn die Verarbeitung lhrer Daten auf Artikel 6 Abs. 1 lit. e (6ffentliches Interesse, Auslibung
offentlicher Gewalt) oder Artikel 6 Abs. 1 lit. f (berechtigtes Interesse) basiert, kdnnen Sie gegen
die Verarbeitung Widerspruch einlegen.

- Werden Daten verwendet, um Direktwerbung zu betreiben, kdonnen Sie jederzeit gegen diese Art
der Datenverarbeitung widersprechen.

- Werden Daten verwendet, um Profiling zu betreiben, kénnen Sie jederzeit gegen diese Art der
Datenverarbeitung widersprechen.

- Sie haben laut Artikel 22 DSGVO unter Umstanden das Recht, nicht einer ausschlieBlich auf einer
automatisierten Verarbeitung beruhenden Entscheidung unterworfen zu werden.

Wenn Sie glauben, dass die Verarbeitung Ihrer Daten gegen das Datenschutzrecht verstoRt oder lhre
datenschutzrechtlichen Anspriiche in sonst einer Weise verletzt worden sind, kdnnen Sie sich bei der
Aufsichtsbehorde beschweren.

Dateniibertragung in Drittlander

Wir Gibertragen oder verarbeiten Daten nur dann in Lander auBerhalb der EU (Drittlander), wenn Sie
dieser Verarbeitung zustimmen, dies gesetzlich vorgeschrieben ist oder vertraglich notwendig und in
jedem Fall nur soweit dies generell erlaubt ist. lhre Zustimmung ist in den meisten Fallen der wichtigste
Grund, dass wir Daten in Drittlandern verarbeiten lassen. Die Verarbeitung personenbezogener Daten in
Drittlandern wie den USA, wo viele Softwarehersteller Dienstleistungen anbieten und lhre
Serverstandorte haben, kann bedeuten, dass personenbezogene Daten auf unerwartete Weise
verarbeitet und gespeichert werden. Wir informieren Sie an den passenden Stellen dieser
Datenschutzerklarung genauer tGber Datenlibertragung in Drittlander, sofern diese zutrifft.

Sicherheit der Datenverarbeitung

Um personenbezogene Daten zu schiitzen, haben wir sowohl technische als auch organisatorische
Malknahmen umgesetzt. Wo es uns maoglich ist, verschliisseln oder pseudonymisieren wir
personenbezogene Daten. Dadurch machen wir es im Rahmen unserer Moglichkeiten so schwer wie
moglich, dass Dritte aus unseren Daten auf personliche Informationen schlieRen kénnen.
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Art. 25 DSGVO spricht hier von “Datenschutz durch Technikgestaltung und durch datenschutzfreundliche
Voreinstellungen” und meint damit, dass man sowohl bei Software (z. B. Formularen) also auch
Hardware (z. B. Zugang zum Serverraum) immer an Sicherheit denkt und entsprechende Malknahmen
setzt.

TLS-Verschliisselung mit https

Wir verwenden HTTPS (Hypertext Transfer Protocol Secure) um Daten abhorsicher im Internet zu
Uibertragen. Das bedeutet, dass die komplette Ubertragung aller Daten von Ilhrem Browser zu unserem
Webserver abgesichert ist — niemand kann “mithéren”. Damit haben wir eine zuséatzliche
Sicherheitsschicht eingefiihrt und erfillen Datenschutz durch Technikgestaltung Artikel 25 Absatz 1
DSGVO. Durch den Einsatz von TLS (Transport Layer Security), einem Verschliisselungsprotokoll zur
sicheren Dateniibertragung im Internet, konnen wir den Schutz vertraulicher Daten sicherstellen.

Wenn Sie mehr zum Thema Verschlisselung wissen mochten, empfehlen wir die Google Suche nach
“Hypertext Transfer Protocol Secure wiki” um gute Links zu weiterfihrenden Informationen zu erhalten.

Kommunikation

Wenn Sie mit uns Kontakt aufnehmen und per Telefon, E-Mail oder Online-Formular kommunizieren,
kann es zur Verarbeitung personenbezogener Daten kommen. Die Daten werden fiir die Abwicklung und
Bearbeitung lhrer Frage und des damit zusammenhangenden Geschéaftsvorgangs verarbeitet. Die Daten
wahrend eben solange gespeichert bzw. so lange es das Gesetz vorschreibt. Von den genannten
Vorgdngen sind alle betroffen, die tber die von uns bereit gestellten Kommunikationswege den Kontakt
zu uns suchen.

Rechtsgrundlagen
Die Verarbeitung der Daten basiert auf den folgenden Rechtsgrundlagen:

- Art. 6 Abs. 1 lit. a DSGVO (Einwilligung): Sie geben uns die Einwilligung lhre Daten zu speichern
und weiter fiir den Geschaftsfall betreffende Zwecke zu verwenden;

- Art. 6 Abs. 1 lit. b DSGVO (Vertrag): Es besteht die Notwendigkeit fiir die Erfiillung eines Vertrags
mit lhnen oder einem Auftragsverarbeiter wie z. B. dem Telefonanbieter oder wir miissen die
Daten fiir vorvertragliche Tatigkeiten, wie z. B. die Vorbereitung eines Angebots, verarbeiten;

- Art. 6 Abs. 1 lit. f DSGVO (Berechtigte Interessen): Wir wollen Kundenanfragen und geschéftliche
Kommunikation in einem professionellen Rahmen betreiben. Dazu sind gewisse technische
Einrichtungen wie z. B. E-Mail-Programme, Exchange-Server und Mobilfunkbetreiber
notwendig, um die Kommunikation effizient betreiben zu kénnen.

Webhosting
Wenn Sie Websites besuchen, werden gewisse Informationen — auch personenbezogene Daten —
automatisch erstellt und gespeichert, so auch auf dieser Website. Diese Daten sollten moglichst sparsam

und nur mit Begriindung verarbeitet werden. Mit Website meinen wir (ibrigens die Gesamtheit aller
Webseiten auf einer Domain, d.h. alles von der Startseite (Homepage) bis hin zur aller letzten Unterseite.
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Wenn Sie eine Website auf einem Bildschirm ansehen mochten, verwenden Sie dafiir einen
Webbrowser. Der Betrieb eines Webservers wird in der Regel von Providern Gibernommen. Diese bieten
Webhosting an und sorgen damit fiir eine verlassliche und fehlerfreie Speicherung der Daten von
Websites. Bei der Verbindungsaufnahme des Browsers auf lhrem Computer (Desktop, Laptop,
Smartphone) und wahrend der Datenlibertragung zu und vom Webserver kann es zu einer Verarbeitung
personenbezogener Daten kommen. Einerseits speichert Ihr Computer Daten, andererseits muss auch
der Webserver Daten lang speichern, um einen ordentlichen Betrieb zu gewahrleisten.

Die Zwecke der Datenverarbeitung sind:

- Professionelles Hosting der Website und Absicherung des Betriebs
- zur Aufrechterhaltung der Betriebs- und IT-Sicherheit

- Anonyme Auswertung des Zugriffsverhaltens zur Verbesserung unseres Angebots und ggf. zur
Strafverfolgung bzw. Verfolgung von Anspriichen

Welche Daten werden verarbeitet?

Auch wahrend Sie unsere Website jetzt gerade besuchen, speichert unser Webserver, das ist der
Computer auf dem diese Webseite gespeichert ist, in der Regel automatisch Daten wie

die komplette Internetadresse (URL) der aufgerufenen Webseite (z. B.
https://www.beispielwebsite.at/beispielunterseite.htm|?tid=121761500)

- Browser und Browserversion (z. B. Chrome 87)
- das verwendete Betriebssystem (z. B. Windows 10)

- die Adresse (URL) der zuvor besuchten Seite (Referrer URL) (z. B.
https://www.beispielquellsite.at/vondabinichgekommen.html/)

- den Hostnamen und die IP-Adresse des Gerats von welchem aus zugegriffen wird (z. B.
COMPUTERNAME und 194.23.43.121)

- Datum und Uhrzeit
- in Dateien, den sogenannten Webserver-Logfiles
Wie lange werden Daten gespeichert?
In der Regel werden die oben genannten Daten zwei Wochen gespeichert und danach automatisch

geldscht. Wir geben diese Daten nicht weiter, konnen jedoch nicht ausschlieBen, dass diese Daten beim
Vorliegen von rechtswidrigem Verhalten von Behdrden eingesehen werden.

Rechtsgrundlage

Die RechtmaRigkeit der Verarbeitung personenbezogener Daten im Rahmen des Webhosting ergibt sich
aus Art. 6 Abs. 1 lit. f DSGVO (Wahrung der berechtigten Interessen), denn die Nutzung von
professionellem Hosting bei einem Provider ist notwendig, um das Unternehmen im Internet zu
prasentieren und Angriffe und Forderungen hieraus gegebenenfalls verfolgen zu kénnen.
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Cookies

Unsere Website verwendet HTTP-Cookies, um nutzerspezifische Daten zu speichern. HTTP-Cookies sind
kleine Dateien, die von unserer Website auf Ihrem Computer gespeichert werden. Diese Cookie-Dateien
werden automatisch im Cookie-Ordner, quasi dem “Hirn” Ihres Browsers, untergebracht. Ein Cookie
besteht aus einem Namen und einem Wert. Bei der Definition eines Cookies miissen zusatzlich ein oder
mehrere Attribute angegeben werden.

Cookies speichern gewisse Nutzerdaten von Ihnen, wie beispielsweise Sprache oder persdnliche
Seiteneinstellungen. Wenn Sie unsere Seite wieder aufrufen, libermittelt Ihr Browser die
,userbezogenen” Informationen an unsere Seite zurlick. Dank der Cookies weils unsere Website, wer Sie
sind und bietet lhnen die Einstellung, die Sie gewohnt sind. In einigen Browsern hat jedes Cookie eine
eigene Datei, in anderen wie beispielsweise Firefox sind alle Cookies in einer einzigen Datei gespeichert.

HTTP Cookie Interaktion zwischen Browser und Webserver

Es gibt sowohl Erstanbieter Cookies als auch Drittanbieter-Cookies. Erstanbieter-Cookies werden direkt
von unserer Seite erstellt, Drittanbieter-Cookies werden von Partner-Websites (z.B. Google Analytics)
erstellt. Jedes Cookie ist individuell zu bewerten, da jedes Cookie andere Daten speichert. Auch die
Ablaufzeit eines Cookies variiert von ein paar Minuten bis hin zu ein paar Jahren. Cookies sind keine
Software-Programme und enthalten keine Viren, Trojaner oder andere ,,Schadlinge”. Cookies konnen
auch nicht auf Informationen lhres PCs zugreifen. Ublicherweise werden Sie beim erstmaligen Besuch
einer Website gefragt, welche dieser Cookiearten Sie zulassen mochten. Und natirlich wird diese
Entscheidung auch in einem Cookie gespeichert.

Wenn Sie mehr Uiber Cookies wissen mdchten und technische Dokumentationen nicht scheuen,
empfehlen wir https://tools.ietf.org/html/rfc6265, dem Request for Comments der Internet Engineering
Task Force (IETF) namens “HTTP State Management Mechanism”.

Speicherdauer von Cookies

Die Speicherdauer hiangt vom jeweiligen Cookie ab und wird weiter unter prazisiert. Manche Cookies
werden nach weniger als einer Stunde geldscht, andere kdnnen mehrere Jahre auf einem Computer
gespeichert bleiben. Sie haben aullerdem selbst Einfluss auf die Speicherdauer. Sie kdnnen Uber ihren
Browser samtliche Cookies jederzeit manuell [6schen (siehe auch unten “Widerspruchsrecht”). Ferner
werden Cookies, die auf einer Einwilligung beruhen, spatestens nach Widerruf lhrer Einwilligung
geldscht, wobei die Rechtmaligkeit der Speicherung bis dahin unberihrt bleibt.

Widerspruchsrecht — wie kann ich Cookies 16schen?

Wie und ob Sie Cookies verwenden wollen, entscheiden Sie selbst. Unabhangig von welchem Service
oder welcher Website die Cookies stammen, haben Sie immer die Moglichkeit Cookies zu l6schen, zu
deaktivieren oder nur teilweise zuzulassen. Zum Beispiel kénnen Sie Cookies von Drittanbietern
blockieren, aber alle anderen Cookies zulassen.

Wenn Sie feststellen méchten, welche Cookies in lhrem Browser gespeichert wurden, wenn Sie
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Cookie-Einstellungen andern oder 16schen wollen, kdnnen Sie dies in Ihren Browser-Einstellungen finden:

- Chrome: Cookies in Chrome l6schen, aktivieren und verwalten
- Safari: Verwalten von Cookies und Websitedaten mit Safari

- Firefox: Cookies I6schen, um Daten zu entfernen, die Websites auf Ihrem Computer abgelegt
haben

- Internet Explorer: L6schen und Verwalten von Cookies
- Microsoft Edge: Loschen und Verwalten von Cookies

Falls Sie grundsatzlich keine Cookies haben wollen, konnen Sie lhren Browser so einrichten, dass er Sie
immer informiert, wenn ein Cookie gesetzt werden soll. So kénnen Sie bei jedem einzelnen Cookie
entscheiden, ob Sie das Cookie erlauben oder nicht. Die Vorgangsweise ist je nach Browser verschieden.
Am besten Sie suchen die Anleitung in Google mit dem Suchbegriff “Cookies I6schen Chrome” oder
“Cookies deaktivieren Chrome” im Falle eines Chrome Browsers.

Rechtsgrundlage

Seit 2009 gibt es die sogenannten ,, Cookie-Richtlinien”. Darin ist festgehalten, dass das Speichern von
Cookies eine Einwilligung (Artikel 6 Abs. 1 lit. a DSGVO) von lhnen verlangt. Innerhalb der EU-Lander gibt
es allerdings noch sehr unterschiedliche Reaktionen auf diese Richtlinien. In Osterreich erfolgte aber die
Umsetzung dieser Richtlinie in § 96 Abs. 3 des Telekommunikationsgesetzes (TKG). In Deutschland
wurden die Cookie-Richtlinien nicht als nationales Recht umgesetzt. Stattdessen erfolgte die Umsetzung
dieser Richtlinie weitgehend in § 15 Abs.3 des Telemediengesetzes (TMG).

Fir unbedingt notwendige Cookies, auch soweit keine Einwilligung vorliegt. bestehen berechtigte
Interessen (Artikel 6 Abs. 1 lit. f DSGVO), die in den meisten Fallen wirtschaftlicher Natur sind. Wir
mochten den Besuchern der Website eine angenehme Benutzererfahrung bescheren und dafir sind
bestimmte Cookies oft unbedingt notwendig. Soweit nicht unbedingt erforderliche Cookies zum Einsatz
kommen, geschieht dies nur im Falle Ihrer Einwilligung. Rechtsgrundlage ist insoweit Art. 6 Abs. 1 lit. a
DSGVO. In den folgenden Abschnitten werden Sie genauer iber den Einsatz von Cookies informiert,
sofern eingesetzte Software Cookies verwendet.

Web Analytics

Wir verwenden auf unserer Website Software zur Auswertung des Verhaltens der Website-Besucher,
kurz Web Analytics oder Web-Analyse genannt. Dabei werden Daten gesammelt, die der jeweilige
Analytic-Tool-Anbieter speichert, verwaltet und verarbeitet. Mit Hilfe der Daten werden Analysen tber
das Nutzerverhalten auf unserer Website erstellt und uns als Websitebetreiber zur Verfligung gestellt.
Zusatzlich bieten die meisten Tools verschiedene Testmdglichkeiten an. So kdnnen wir etwa testen,
welche Angebote oder Inhalte bei unseren Besuchern am besten ankommen. Dafiir zeigen wir lhnen fiir
einen begrenzten Zeitabschnitt zwei verschiedene Angebote. Nach dem Test (sogenannter A/B-Test)
wissen wir, welches Produkt bzw. welcher Inhalt unsere Websitebesucher interessanter finden. Fur
solche Testverfahren, wie auch fir andere Analytics-Verfahren, konnen auch Userprofile erstellt werden
und die Daten in Cookies gespeichert werden.
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Welche Daten werden verarbeitet?

Welche Daten genau gespeichert werden, hangt natirlich von den verwendeten Analyse-Tools ab. Doch
in der Regel wird zum Beispiel gespeichert, welche Inhalte Sie auf unserer Website ansehen, auf welche
Buttons oder Links Sie klicken, wann Sie eine Seite aufrufen, welchen Browser sie verwenden, mit
welchem Geréat (PC, Tablet, Smartphone usw.) Sie die Website besuchen oder welches Computersystem
Sie verwenden. Wenn Sie damit einverstanden waren, dass auch Standortdaten erhoben werden dirfen,
kénnen auch diese durch den Webanalyse-Tool-Anbieter verarbeitet werden.

Zudem wird auch Ihre IP-Adresse gespeichert. Gemal der Datenschutz-Grundverordnung (DSGVO) sind
IP-Adressen personenbezogene Daten. lhre IP-Adresse wird allerdings in der Regel pseudonymisiert (also
in unkenntlicher und gekirzter Form) gespeichert. Fir den Zweck der Tests, der Webanalyse und der
Weboptimierung werden grundsatzlich keine direkten Daten, wie etwa Ihr Name, lhr Alter, lhre Adresse
oder lhre E-Mail-Adresse gespeichert. All diese Daten werden, sofern sie erhoben werden,
pseudonymisiert gespeichert. So kdnnen Sie als Person nicht identifiziert werden. Das folgende Beispiel
zeigt schematisch die Funktionsweise von Google Analytics als Beispiel flr client-basiertes Webtracking
mit Java-Script-Code.

Schematischer Datenfluss bei Google Analytics

Wie lange die jeweiligen Daten gespeichert werden, hdangt immer vom Anbieter ab. Manche Cookies
speichern Daten nur fiir ein paar Minuten bzw. bis Sie die Website wieder verlassen, andere Cookies
kénnen Daten liber mehrere Jahre speichern.

Dauer der Datenverarbeitung

Uber die Dauer der Datenverarbeitung informieren wir Sie weiter unten, sofern wir weitere
Informationen dazu haben. Generell verarbeiten wir personenbezogene Daten nur so lange wie es fiir
die Bereitstellung unserer Dienstleistungen und Produkte unbedingt notwendig ist. Wenn es, wie zum
Beispiel im Fall von Buchhaltung, gesetzlich vorgeschrieben ist, kann diese Speicherdauer auch
Uberschritten werden.

Widerspruchsrecht

Sie haben auch jederzeit das Recht und die Moglichkeit Ihre Einwilligung zur Verwendung von Cookies
bzw. Drittanbietern zu widerrufen. Das funktioniert entweder (iber unser Cookie-Management-Tool oder
Uber andere Opt-Out-Funktionen. Zum Beispiel konnen Sie auch die Datenerfassung durch Cookies
verhindern, indem Sie in lThrem Browser die Cookies verwalten, deaktivieren oder |6schen.

Rechtsgrundlage

Der Einsatz von Web-Analytics setzt lhre Einwilligung voraus, welche wir mit unserem Cookie Popup
eingeholt haben. Diese Einwilligung stellt laut Art. 6 Abs. 1 lit. a DSGVO (Einwilligung) die
Rechtsgrundlage fiir die Verarbeitung personenbezogener Daten, wie sie bei der Erfassung durch
Web-Analytics Tools vorkommen kann, dar. Zusatzlich zur Einwilligung besteht von unserer Seite ein
berechtigtes Interesse daran, dass Verhalten der Websitebesucher zu analysieren und so unser Angebot
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technisch und wirtschaftlich zu verbessern. Mit Hilfe von Web-Analytics erkennen wir Fehler der
Website, kdnnen Attacken identifizieren und die Wirtschaftlichkeit verbessern. Die Rechtsgrundlage
dafiir ist Art. 6 Abs. 1 lit. f DSGVO (Berechtigte Interessen). Wir setzen die Tools gleichwohl nur ein,
soweit sie eine Einwilligung erteilt haben.

Da bei Web-Analytics-Tools Cookies zum Einsatz kommen, empfehlen wir Ihnen auch das Lesen unserer
allgemeinen Datenschutzerklarung zu Cookies. Um zu erfahren, welche Daten von lhnen genau
gespeichert und verarbeitet werden, sollten Sie die Datenschutzerklarungen der jeweiligen Tools
durchlesen.

Google Analytics Datenschutzerklarung

Wir verwenden auf unserer Website das Analyse-Tracking Tool Google Analytics (GA) des
amerikanischen Unternehmens Google Inc. Fiir den europaischen Raum ist das Unternehmen Google
Ireland Limited (Gordon House, Barrow Street Dublin 4, Irland) fiir alle Google-Dienste verantwortlich.
Google Analytics sammelt Daten tiber lhre Handlungen auf unserer Website. Wenn Sie beispielsweise
einen Link anklicken, wird diese Aktion in einem Cookie gespeichert und an Google Analytics versandt.
Mithilfe der Berichte, die wir von Google Analytics erhalten, kdnnen wir unsere Website und unser
Service besser an lhre Wiinsche anpassen. Im Folgenden gehen wir ndher auf das Tracking-Tool ein und
informieren Sie vor allem dariber, welche Daten gespeichert werden und wie Sie das verhindern
kénnen.

Google Analytics ist ein Trackingtool, das der Datenverkehrsanalyse unserer Website dient. Damit Google
Analytics funktioniert, wird ein Tracking-Code in den Code unserer Website eingebaut. Wenn Sie unsere
Website besuchen, zeichnet dieser Code verschiedene Handlungen auf, die Sie auf unserer Website
ausfihren. Sobald Sie unsere Website verlassen, werden diese Daten an die Google-Analytics-Server
gesendet und dort gespeichert.

Google verarbeitet die Daten und wir bekommen Berichte Uber Ihr Userverhalten. Dabei kann es sich
unter anderem um folgende Berichte handeln:

- Zielgruppenberichte: Uber Zielgruppenberichte lernen wir unsere User besser kennen und
wissen genauer, wer sich fir unser Service interessiert.

- Anzeigeberichte: Durch Anzeigeberichte kdnnen wir unsere Onlinewerbung leichter analysieren
und verbessern.

- Akquisitionsberichte: Akquisitionsberichte geben uns hilfreiche Informationen dartber, wie wir
mehr Menschen flir unser Service begeistern kénnen.

- Verhaltensberichte: Hier erfahren wir, wie Sie mit unserer Website interagieren. Wir kbnnen
nachvollziehen welchen Weg Sie auf unserer Seite zurlicklegen und welche Links Sie anklicken.

- Conversionsberichte: Conversion nennt man einen Vorgang, bei dem Sie aufgrund einer
Marketing-Botschaft eine gewiinschte Handlung ausfiihren. Zum Beispiel, wenn Sie von einem
reinen Websitebesucher zu einem Kaufer oder Newsletter-Abonnent werden. Mithilfe dieser
Berichte erfahren wir mehr dariber, wie unsere Marketing-MaBnahmen bei Ihnen ankommen.
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So wollen wir unsere Conversionrate steigern.

- Echtzeitberichte: Hier erfahren wir immer sofort, was gerade auf unserer Website passiert. Zum
Beispiel sehen wir wie viele User gerade diesen Text lesen.

Welche Daten werden von Google Analytics gespeichert?

Google Analytics erstellt mithilfe eines Tracking-Codes eine zufallige, eindeutige ID, die mit Ihrem
Browser-Cookie verbunden ist. So erkennt Sie Google Analytics als neuen User. Wenn Sie das nachste
Mal unsere Seite besuchen, werden Sie als ,,wiederkehrender” User erkannt. Alle gesammelten Daten
werden gemeinsam mit dieser User-ID gespeichert. So ist es iberhaupt erst moglich pseudonyme
Userprofile auszuwerten.

Um mit Google Analytics unsere Website analysieren zu kdbnnen, muss eine Property-ID in den
Tracking-Code eingefiligt werden. Die Daten werden dann in der entsprechenden Property gespeichert.
Fiir jede neu angelegte Property ist die Google Analytics 4-Property standardmaRig. Alternativ kann man
aber auch noch die Universal Analytics Property erstellen. Je nach verwendeter Property werden Daten
unterschiedlich lange gespeichert.

Durch Kennzeichnungen wie Cookies und App-Instanz-IDs werden lhre Interaktionen auf unserer
Website gemessen. Interaktionen sind alle Arten von Handlungen, die Sie auf unserer Website
ausfiihren. Wenn Sie auch andere Google-Systeme niitzen, kénnen lber Google Analytics generierte
Daten mit Drittanbieter-Cookies verknilipft werden. Google gibt keine Google Analytics-Daten weiter,
auller wir als Websitebetreiber genehmigen das. Zu Ausnahmen kann es kommen, wenn es gesetzlich
erforderlich ist.

Folgende Cookies werden von Google Analytics z.B. verwendet:
Name: _ga
Wert: 2.1326744211.152121761500-5

Verwendungszweck: StandardmaRig verwendet analytics.js das Cookie _ga, um die User-ID zu speichern.
Grundsatzlich dient es zur Unterscheidung der Webseitenbesucher.

Ablaufdatum: nach 2 Jahren

Name: gid

Wert: 2.1687193234.152121761500-1

Verwendungszweck: Das Cookie dient auch zur Unterscheidung der Webseitenbesucher
Ablaufdatum: nach 24 Stunden

Name: gat gtag UA <property-id>
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Wert: 1

Verwendungszweck: Wird zum Senken der Anforderungsrate verwendet. Wenn Google Analytics Gber
den Google Tag Manager bereitgestellt wird, erhalt dieser Cookie den Namen _dc_gtm_ <property-id>.

Ablaufdatum: nach 1 Minute
Name: AMP_TOKEN
Wert: keine Angaben

Verwendungszweck: Das Cookie hat einen Token, mit dem eine User ID vom AMP-Client-ID-Dienst
abgerufen werden kann. Andere mogliche Werte weisen auf eine Abmeldung, eine Anfrage oder einen
Fehler hin.

Ablaufdatum: nach 30 Sekunden bis zu einem Jahr
Name: __utma
Wert: 1564498958.1564498958.1564498958.1

Verwendungszweck: Mit diesem Cookie kann man Ihr Verhalten auf der Website verfolgen und die
Leistung messen. Das Cookie wird jedes Mal aktualisiert, wenn Informationen an Google Analytics
gesendet werden.

Ablaufdatum: nach 2 Jahren
Name: __utmt
Wert: 1

Verwendungszweck: Das Cookie wird wie _gat_gtag_UA_<property-id> zum Drosseln der
Anforderungsrate verwendet.

Ablaufdatum: nach 10 Minuten

Name: __utmb
Wert: 3.10.1564498958

Verwendungszweck: Dieses Cookie wird verwendet, um neue Sitzungen zu bestimmen. Es wird jedes Mal
aktualisiert, wenn neue Daten bzw. Infos an Google Analytics gesendet werden.

Ablaufdatum: nach 30 Minuten
Name: __utmc

Wert: 167421564
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Dieses Cookie wird verwendet, um neue Sitzungen fiir wiederkehrende Besucher festzulegen. Dabei
handelt es sich um ein Session-Cookie und wird nur solange gespeichert, bis Sie den Browser wieder
schlieRen.

Ablaufdatum: Nach SchlieBung des Browsers
Name: __utmz
Wert: m|utmccn=(referral)|utmcmd=referral |[utmcct=/

Verwendungszweck: Das Cookie wird verwendet, um die Quelle des Besucheraufkommens auf unserer
Website zu identifizieren. Das heil3t, das Cookie speichert, von wo Sie auf unsere Website gekommen
sind. Das kann eine andere Seite bzw. eine Werbeschaltung gewesen sein.

Ablaufdatum: nach 6 Monaten
Name: __utmv
Wert: keine Angabe

Verwendungszweck: Das Cookie wird verwendet, um benutzerdefinierte Userdaten zu speichern. Es wird
immer aktualisiert, wenn Informationen an Google Analytics gesendet werden.

Ablaufdatum: nach 2 Jahren

Anmerkung: Diese Aufzdahlung kann keinen Anspruch auf Vollstdandigkeit erheben, da Google die Wahl
ihrer Cookies immer wieder auch verandert.

Sitzungsdauer: Als Sitzungsdauer bezeichnet Google die Zeit, die Sie auf unserer Seite verbringen, ohne
die Seite zu verlassen. Wenn Sie 20 Minuten inaktiv waren, endet die Sitzung automatisch.

Absprungrate (engl. Bouncerate): Von einem Absprung ist die Rede, wenn Sie auf unserer Website nur
eine Seite ansehen und dann unsere Website wieder verlassen.

Kontoerstellung: Wenn Sie auf unserer Website ein Konto erstellen bzw. eine Bestellung machen, erhebt
Google Analytics diese Daten.

IP-Adresse: Die IP-Adresse wird nur in gekiirzter Form dargestellt, damit keine eindeutige Zuordnung
moglich ist.

Standort: Uber die IP-Adresse kann das Land und Ihr ungefihrer Standort bestimmt werden. Diesen
Vorgang bezeichnet man auch als IP- Standortbestimmung.

Technische Informationen: Zu den technischen Informationen zdhlen unter anderem lhr Browsertyp, |hr
Internetanbieter oder lhre Bildschirmauflésung.

Herkunftsquelle: Google Analytics beziehungsweise uns interessiert natirlich auch tber welche Website
oder welche Werbung Sie auf unsere Seite gekommen sind.
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Weitere Daten sind Kontaktdaten, etwaige Bewertungen, das Abspielen von Medien (z.B., wenn Sie ein
Video liber unsere Seite abspielen), das Teilen von Inhalten lber Social Media oder das Hinzufligen zu
Ihren Favoriten. Die Aufzahlung hat keinen Vollstandigkeitsanspruch und dient nur zu einer allgemeinen
Orientierung der Datenspeicherung durch Google Analytics.

Wie lange und wo werden die Daten gespeichert?

Google hat lhre Server auf der ganzen Welt verteilt. Die meisten Server befinden sich in Amerika und
folglich werden Ihre Daten meist auf amerikanischen Servern gespeichert. Hier kénnen Sie genau
nachlesen wo sich die Google-Rechenzentren befinden:
https://www.google.com/about/datacenters/inside/locations/?hl=de

Ilhre Daten werden auf verschiedenen physischen Datentragern verteilt. Das hat den Vorteil, dass die
Daten schneller abrufbar sind und vor Manipulation besser geschitzt sind. In jedem
Google-Rechenzentrum gibt es entsprechende Notfallprogramme fiir lhre Daten. Wenn beispielsweise
die Hardware bei Google ausfallt oder Naturkatastrophen Server lahmlegen, bleibt das Risiko einer
Dienstunterbrechung bei Google dennoch gering.

Die Aufbewahrungsdauer der Daten hangt von den verwendeten Properties ab. Bei der Verwendung der
neueren Google Analytics 4-Properties ist die Aufbewahrungsdauer Ihrer Userdaten auf 14 Monate fix
eingestellt. Flir andere sogenannte Ereignisdaten haben wir die Moglichkeit eine Aufbewahrungsdauer
von 2 Monaten oder 14 Monaten zu wahlen.

Bei Universal Analytics-Properties ist bei Google Analytics eine Aufbewahrungsdauer lhrer Userdaten von
26 Monaten standardisiert eingestellt. Dann werden lhre Userdaten gel6scht. Allerdings haben wir die
Moglichkeit, die Aufbewahrungsdauer von Nutzdaten selbst zu wahlen. Dafiir stehen uns finf Varianten
zur Verfliigung:

- Loéschung nach 14 Monaten
- Loéschung nach 26 Monaten
- Ldschung nach 38 Monaten
- Ldschung nach 50 Monaten
- Keine automatische Léschung

Zusatzlich gibt es auch die Option, dass Daten erst dann geldscht werden, wenn Sie innerhalb des von
uns gewahlten Zeitraums nicht mehr unsere Website besuchen. In diesem Fall wird die
Aufbewahrungsdauer jedes Mal zuriickgesetzt, wenn Sie unsere Website innerhalb des festgelegten
Zeitraums wieder besuchen.

Wenn der festgelegte Zeitraum abgelaufen ist, werden einmal im Monat die Daten geldscht. Diese
Aufbewahrungsdauer gilt fiir lhre Daten, die mit Cookies, Usererkennung und Werbe-IDs (z.B. Cookies
der DoubleClick-Domain) verknipft sind. Berichtergebnisse basieren auf aggregierten Daten und werden
unabhangig von Nutzerdaten gespeichert. Aggregierte Daten sind eine Zusammenschmelzung von
Einzeldaten zu einer gréBeren Einheit.
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Wie kann ich meine Daten lI6schen bzw. die Datenspeicherung verhindern?

Nach dem Datenschutzrecht der Europaischen Union haben Sie das Recht, Auskunft Gber lhre Daten zu
erhalten, sie zu aktualisieren, zu I6schen oder einzuschranken. Mithilfe des Browser-Add-ons zur
Deaktivierung von Google Analytics-JavaScript (ga.js, analytics.js, dc.js) verhindern Sie, dass Google
Analytics lhre Daten verwendet. Das Browser-Add-on kénnen Sie unter
https://tools.google.com/dlpage/gaoptout?hl=de runterladen und installieren. Beachten Sie bitte, dass
durch dieses Add-on nur die Datenerhebung durch Google Analytics deaktiviert wird.

Falls Sie grundsatzlich Cookies (unabhangig von Google Analytics) deaktivieren, [6schen oder verwalten
wollen, gibt es flir jeden Browser eine eigene Anleitung:

Chrome: Cookies in Chrome l6schen, aktivieren und verwalten

Safari: Verwalten von Cookies und Websitedaten mit Safari

Firefox: Cookies |6schen, um Daten zu entfernen, die Websites auf lhrem Computer abgelegt haben
Internet Explorer: Loschen und Verwalten von Cookies

Microsoft Edge: Loéschen und Verwalten von Cookies

Bitte beachten Sie, dass bei der Verwendung dieses Tools Daten von Ihnen auch auBerhalb der EU
gespeichert und verarbeitet werden kdnnen. Die meisten Drittstaaten (darunter auch die USA) gelten
nach derzeitigem europaischen Datenschutzrecht als nicht sicher. Daten an unsichere Drittstaaten
dirfen also nicht einfach libertragen, dort gespeichert und verarbeitet werden, sofern es keine
passenden Garantien (wie etwa EU-Standardvertragsklauseln) zwischen uns und dem aufRereuropéischen
Dienstleister gibt.

Rechtsgrundlage

Der Einsatz von Google Analytics setzt lhre Einwilligung voraus, welche wir mit unserem Cookie Popup
eingeholt haben. Diese Einwilligung stellt laut Art. 6 Abs. 1 lit. a DSGVO (Einwilligung) die
Rechtsgrundlage fiir die Verarbeitung personenbezogener Daten, wie sie bei der Erfassung durch
Web-Analytics Tools vorkommen kann, dar.

Zusatzlich zur Einwilligung besteht von unserer Seite ein berechtigtes Interesse daran, dass Verhalten der
Websitebesucher zu analysieren und so unser Angebot technisch und wirtschaftlich zu verbessern. Mit
Hilfe von Google Analytics erkennen wir Fehler der Website, konnen Attacken identifizieren und die
Wirtschaftlichkeit verbessern. Die Rechtsgrundlage dafiir ist Art. 6 Abs. 1 lit. f DSGVO (Berechtigte
Interessen).

Wir weisen darauf hin, dass nach Meinung des Europaischen Gerichtshofs derzeit kein angemessenes
Schutzniveau flr den Datentransfer in die USA besteht. Die Datenverarbeitung geschieht im
Wesentlichen durch Google. Dies kann dazu fiihren, dass gegebenenfalls Daten nicht anonymisiert
verarbeitet und gespeichert werden. Ferner kénnen gegebenenfalls US-amerikanische staatliche
Behorden Zugriff auf einzelne Daten nehmen. Es kann ferner vorkommen, dass diese Daten mit Daten
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aus anderen Diensten von Google, bei denen Sie ein Nutzerkonto haben, verknipft werden.

Wir hoffen, wir konnten lhnen die wichtigsten Informationen rund um die Datenverarbeitung von Google
Analytics naherbringen. Wenn Sie mehr tber den Tracking-Dienst erfahren wollen, empfehlen wir diese
beiden Links: http://www.google.com/analytics/terms/de.html und
https://support.google.com/analytics/answer/6004245?hl=de.

Google Analytics IP-Anonymisierung

Wir haben auf dieser Webseite die IP-Adressen-Anonymisierung von Google Analytics implementiert.
Diese Funktion wurde von Google entwickelt, damit diese Webseite die geltenden
Datenschutzbestimmungen und Empfehlungen der lokalen Datenschutzbehérden einhalten kann, wenn
diese eine Speicherung der vollstandigen IP-Adresse untersagen. Die Anonymisierung bzw. Maskierung
der IP findet statt, sobald die IP-Adressen im Google Analytics-Datenerfassungsnetzwerk eintreffen und
bevor eine Speicherung oder Verarbeitung der Daten stattfindet.

Mehr Informationen zur IP-Anonymisierung finden Sie auf
https://support.google.com/analytics/answer/2763052?hl=de.

Google Analytics Berichte zu demografischen Merkmalen und Interessen

Wir haben in Google Analytics die Funktionen fir Werbeberichte eingeschaltet. Die Berichte zu
demografischen Merkmalen und Interessen enthalten Angaben zu Alter, Geschlecht und Interessen.
Damit kdnnen wir uns — ohne diese Daten einzelnen Personen zuordnen zu kénnen — ein besseres Bild
von unseren Nutzern machen. Mehr lber die Werbefunktionen erfahren Sie auf
https://support.google.com/analytics/answer/3450482?hl=de_AT&utm_id=ad.

Sie kdnnen die Nutzung der Aktivitaten und Informationen lhres Google Kontos unter “Einstellungen fir
Werbung” auf https://adssettings.google.com/authenticated per Checkbox beenden.

E-Mail-Marketing

Um Sie stets auf dem Laufenden zu halten, nutzen wir auch die Mdglichkeit des E-Mail-Marketings. Dabei
werden, sofern Sie dem Empfang unserer E-Mails bzw. Newsletter zugestimmt haben, auch Daten von
Ihnen verarbeitet und gespeichert. E-Mail-Marketing ist ein Teilbereich des Online-Marketings. Dabei
werden Neuigkeiten oder allgemeine Informationen Uber ein Unternehmen, Produkte oder
Dienstleistungen per E-Mail an eine bestimmte Gruppe an Menschen, die sich dafiir interessieren,
gesendet.

Wenn Sie an unserem E-Mail-Marketing (meist per Newsletter) teilnehmen wollen, missen Sie sich im
Normalfall einfach nur mit lhrer E-Mail-Adresse anmelden. Dafiir fillen Sie ein Online-Formular aus und
senden es ab. Es kann aber auch vorkommen, dass wir Sie etwa um lhre Anrede und lhren Namen bitten,
damit wir Sie auch personlich anschreiben kdnnen. Grundsatzlich funktioniert das Anmelden zu
Newslettern mit Hilfe des sogenannten ,, Double-Opt-In-Verfahrens“. Nachdem Sie sich flr unseren
Newsletter auf unserer Website angemeldet haben, bekommen Sie eine E-Mail, lber die Sie die
Newsletter-Anmeldung bestatigen. So wird sichergestellt, dass Ihnen die E-Mail-Adresse gehoért und sich
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niemand mit einer fremden E-Mail-Adresse angemeldet hat. Wir oder ein von uns verwendetes
Benachrichtigungs-Tool protokolliert jede einzelne Anmeldung. Dies ist notig, damit wir den rechtlich
korrekten Anmeldevorgang auch nachweisen konnen. Dabei wird in der Regel der Zeitpunkt der
Anmeldung, der Zeitpunkt der Anmeldebestatigung und lhre IP-Adresse gespeichert. Zusatzlich wird
auch protokolliert, wenn Sie Anderungen |hrer gespeicherten Daten vornehmen.

Welche Daten werden verarbeitet?

Wenn Sie iber unsere Website Abonnent unseres Newsletters werden, bestatigen Sie per E-Mail die
Mitgliedschaft in einer E-Mail-Liste. Neben IP-Adresse und E-Mail-Adresse konnen auch lhre Anrede, lhr
Name, lhre Adresse und lhre Telefonnummer gespeichert werden. Allerdings nur, wenn Sie dieser
Datenspeicherungen zustimmen. Die als solche markierten Daten sind notwendig, damit Sie an dem
angebotenen Dienst teilnehmen kénnen. Die Angabe ist freiwillig, die Nichtangabe fiihrt jedoch dazu,
dass Sie den Dienst nicht nutzen kdnnen. Zusatzlich kdnnen etwa auch Informationen zu Ihrem Gerat
oder zu lhren bevorzugten Inhalten auf unserer Website gespeichert werden. Mehr zur Speicherung von
Daten, wenn Sie eine Website besuchen, finden Sie im Abschnitt “Automatische Datenspeicherung”. lhre
Einwilligungserklarung zeichnen wir auf, damit wir stets nachweisen kénnen, dass dieser unseren
Gesetzen entspricht.

Dauer der Datenverarbeitung

Wenn Sie lhre E-Mail-Adresse aus unserem E-Mail/Newsletter-Verteiler austragen, durfen wir lhre
Adresse bis zu drei Jahren auf Grundlage unserer berechtigten Interessen speichern, damit wir lhre
damalige Einwilligung noch nachweisen kdnnen. Verarbeiten diirfen wir diese Daten nur, wenn wir uns
gegen etwaige Anspriiche wehren mussen.

Wenn Sie allerdings bestatigen, dass Sie uns die Einwilligung zur Newsletter-Anmeldung gegeben haben,
kénnen Sie jederzeit einen individuellen Loschantrag stellen. Widersprechen Sie der Einwilligung
dauerhaft, behalten wir uns das Recht vor, Ihre E-Mail-Adresse in einer Sperrliste zu speichern. Solange
Sie freiwillig unseren Newsletter abonniert haben, solange behalten wir selbstverstandlich auch lhre
E-Mail-Adresse.

Widerruf — wie kann ich mein Abo kiindigen?

Sie haben jederzeit die Moglichkeit lhre Newsletter-Anmeldung zu kiindigen. Daflir miissen Sie lediglich
Ihre Einwilligung zur Newsletter-Anmeldung widerrufen. Das dauert im Normalfall nur wenige Sekunden
bzw. einen oder zwei Klicks. Meistens finden Sie direkt am Ende jeder E-Mail einen Link, um das
Newsletter-Abonnement zu kiindigen. Wenn der Link im Newsletter wirklich nicht zu finden ist,
kontaktieren Sie uns bitte per Mail und wir werden lhr Newsletter-Abo unverziiglich kiindigen.

Rechtsgrundlage

Das Versenden unseres Newsletters erfolgt auf Grundlage lhrer Einwilligung (Artikel 6 Abs. 1 lit. a
DSGVO). Das heil3t, wir diirfen lhnen nur dann einen Newsletter schicken, wenn Sie sich zuvor aktiv dafir
angemeldet haben. Gegebenenfalls kdnnen wir lhnen auch Werbenachrichten auf Grundlage des § 7
Abs. 3 UWG senden, sofern Sie unser Kunde geworden sind und der Verwendung ihrer E-Mailadresse fiir
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Direktwerbung nicht widersprochen haben. Informationen zu speziellen E-Mail-Marketing Diensten und
wie diese personenbezogene Daten verarbeiten, erfahren Sie — sofern vorhanden —in den folgenden
Abschnitten.

Zahlungsanbieter

Wir verwenden auf unserer Website Online-Zahlungssysteme, die uns und Ihnen ein sicheres und
reibungsloses Bezahlverfahren ermdglichen. Dabei kdnnen unter anderem auch personenbezogene
Daten an den jeweiligen Zahlungsanbieter gesendet, gespeichert und dort verarbeitet werden. Bei
Zahlungsanbietern handelt es sich um Online-Zahlungssysteme, die es Ihnen ermoglichen eine Bestellung
Uber Online-Banking durchzufiihren. Dabei wird die Zahlungsabwicklung durch den von lhnen gewdhlten
Zahlungsanbieter durchgefiihrt. Wir erhalten anschlieRend eine Information liber die getatigte Zahlung.
Diese Methode kann jeder User nutzen, der ein aktives Online-Banking-Konto mit PIN und TAN hat. Es
gibt kaum noch Banken, die solche Zahlungsmethoden nicht anbieten bzw. akzeptieren.

Welche Daten werden verarbeitet?

Welche Daten genau verarbeitet werden, hdangt natirlich von dem jeweiligen Zahlungsanbieter ab. Doch
grundsatzlich werden Daten wie Name, Adresse, Bankdaten (Kontonummer, Kreditkartennummer,
Passworter, TANs usw.) gespeichert. Dabei handelt es sich um notwendige Daten, um Gberhaupt eine
Transaktion durchfiihren zu kdnnen. Zudem kénnen auch etwaige Vertragsdaten und Userdaten, wie
zum Beispiel wann Sie unsere Website besuchen, fiir welche Inhalte Sie sich interessieren oder welche
Unterseiten Sie anklicken, gespeichert werden. Auch lhre IP-Adresse und Informationen zu lhrem
verwendeten Computer werden von den meisten Zahlungsanbietern gespeichert.

Die Daten werden in der Regel auf den Servern der Zahlungsanbietern gespeichert und verarbeitet. Wir
als Websitebetreiber erhalten diese Daten nicht. Wir werden nur dariiber informiert, ob die Zahlung
funktioniert hat oder nicht. Fir Identitats- und Bonitatsprifungen kann es vorkommen, dass
Zahlungsanbieter Daten an die entsprechende Stelle weiterleiten. Fir alle Zahlungsgeschafte gelten
immer die Geschafts- und Datenschutzgrundlagen des jeweiligen Anbieters. Schauen Sie sich daher bitte
immer auch die Allgemeinen Geschéaftsbedingen und die Datenschutzerklarung des Zahlungsanbieters
an. Sie haben auch jederzeit das Recht beispielsweise Daten I6schen oder korrigieren zu lassen. Bitte
setzen Sie sich bezliglich Ihrer Rechte (Widerrufsrecht, Auskunftsrecht und Betroffenheitsrecht) mit dem
jeweiligen Dienstanbieter in Verbindung.

Dauer der Datenverarbeitung

Uber die Dauer der Datenverarbeitung informieren wir Sie weiter unten sofern wir weitere
Informationen dazu haben. Generell verarbeiten wir personenbezogene Daten nur so lange wie es fir
die Bereitstellung unserer Dienstleistungen und Produkte unbedingt notwendig ist. Wenn es wie zum
Beispiel im Fall von Buchhaltung gesetzlich vorgeschrieben ist, kann diese Speicherdauer auch
Uberschritten werden. So bewahren wir zu einem Vertrag gehérige Buchungsbelege (Rechnungen,
Vertragsurkunden, Kontoausziige u.a.) 10 Jahre (§ 147 AO) sowie sonstige relevante Geschaftsunterlagen
6 Jahre (§ 247 HGB) nach Anfallen auf.
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Widerspruchsrecht

Sie haben immer das Recht auf Auskunft, Berichtigung und Léschung lhrer personenbezogenen Daten.
Bei Fragen kdnnen Sie auch jederzeit Verantwortliche des verwendeten Zahlungsanbieter kontaktieren.
Kontaktdaten finden Sie entweder in unserer spezifischen Datenschutzerklarung oder auf der Website
des entsprechenden Zahlungsanbieters. Cookies, die Zahlungsanbieter fiir ihre Funktionen verwenden,
kénnen Sie in Ihrem Browser |6schen, deaktivieren oder verwalten. Je nachdem welchen Browser Sie
verwenden, funktioniert dies auf unterschiedliche Art und Weise. Bitte beachten Sie aber, dass dann
eventuell der Zahlungsvorgang nicht mehr funktioniert.

Rechtsgrundlage

Wir bieten also zur Abwicklung von vertraglichen bzw. rechtlichen Beziehungen (Art. 6 Abs. 1 lit. b
DSGVO) neben den herkémmlichen Bank-/Kreditinstitutionen auch andere Zahlungsdienstleister an. In
den Datenschutzerkldarungen der einzelnen Zahlungsanbietern (wie zum Beispiel Amazon Payments,
Apple Pay oder Discover) wird lhnen ein genauer Uberblick tiber die Datenverarbeitung und
Datenspeicherung geboten. Zudem kénnen Sie sich bei Fragen zu datenschutzrelevanten Themen stets
an die Verantwortlichen richten. Informationen zu den speziellen Zahlungsanbietern erfahren Sie —
sofern vorhanden —in den folgenden Abschnitten.

Amazon Payments Datenschutzerklarung

Wir nutzen auf unserer Website Amazon Payments, einen Dienst fiir Online-Zahlungsverfahren.
Dienstanbieter ist das amerikanische Unternehmen Amazon.com Inc. Fiir den europdischen Raum ist das
Unternehmen Amazon Payments Europe S.C.A. (38 Avenue J.F. Kennedy, L-1855 Luxemburg)
verantwortlich. Mehr tber die Daten, die durch die Verwendung von Amazon Payments verarbeitet
werden, erfahren Sie in der Privacy Policy auf https://pay.amazon.de/help/201212490.

American Express Datenschutzerklarung

Wir nutzen auf unserer Website American Express, ein weltweit agierender Finanzdienstleister.
Dienstanbieter ist das amerikanische Unternehmen American Express Company. Fiir den europdischen
Raum ist das Unternehmen American Express Europe S.A. (Avenida Partendn 12-14, 28042, Madrid,
Spanien) zustandig. Mehr (ber die Daten, die durch die Verwendung von American Express verarbeitet
werden, erfahren Sie in der Privacy Policy auf
https://www.americanexpress.com/de/legal/online-datenschutzerklarung.html.

Apple Pay Datenschutzerklarung

Wir nutzen auf unserer Website Apple Pay, einen Dienst fiir Online-Zahlungsverfahren. Dienstanbieter ist
das amerikanische Unternehmen Apple Inc., Infinite Loop, Cupertino, CA 95014, USA. Mehr (iber die
Daten, die durch die Verwendung von Apple Pay verarbeitet werden, erfahren Sie in der Privacy Policy
auf https://www.apple.com/legal/privacy/de-wwy/.

eps-Uberweisung Datenschutzerkliarung

Wir nutzen auf unserer Website eps-Uberweisung, einen Dienst fiir Online-Bezahlverfahren.
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Dienstanbieter ist das 6sterreichische Unternehmen Stuzza GmbH, Frankgasse 10/8, 1090 Wien,
Osterreich. Mehr {iber die Daten, die durch die Verwendung von eps-Uberweisung verarbeitet werden,
erfahren Sie in der Datenschutzerklarung auf https://eservice.stuzza.at/de/datenschutzerklaerung.html.

Google Pay Datenschutzerklarung

Wir nutzen auf unserer Website den Online-Zahlungsanbieter Google Pay. Dienstanbieter ist das
amerikanische Unternehmen Google Inc. Fiir den europdischen Raum ist das Unternehmen Google
Ireland Limited (Gordon House, Barrow Street Dublin 4, Irland) fiir alle Google-Dienste verantwortlich.
Mehr Gber die Daten, die durch die Verwendung von Google Pay verarbeitet werden, erfahren Sie in der
Privacy Policy auf https://policies.google.com/privacy.

Mastercard Datenschutzerklarung

Wir nutzen auf unserer Website den Zahlungsdienstleister Mastercard. Dienstanbieter ist das
amerikanische Unternehmen Mastercard Inc. Fir den europdischen Raum ist das Unternehmen
Mastercard Europe SA (Chaussée de Tervuren 198A, B-1410 Waterloo, Belgien) verantwortlich. Mehr
liber die Daten, die durch die Verwendung von Mastercard verarbeitet werden, erfahren Sie in der
Privacy Policy auf https://www.mastercard.de/de-de/datenschutz.html.

PayPal Datenschutzerklarung

Wir nutzen auf unserer Website den Online-Bezahldienst PayPal. Dienstanbieter ist das amerikanische
Unternehmen PayPal Inc. Fir den europaischen Raum ist das Unternehmen PayPal Europe (S.a r.l. et Cie,
S.C.A., 22-24 Boulevard Royal, L-2449 Luxembourg) verantwortlich. Mehr Gber die Daten, die durch die
Verwendung von PayPal verarbeitet werden, erfahren Sie in der Privacy Policy auf
https://www.paypal.com/de/webapps/mpp/ua/privacy-full.

Shop Pay Datenschutzerklarung

Wir nutzen auf unserer Website Shop Pay, einen Dienst fiir Online-Zahlungslosungen. Dienstanbieter ist
das amerikanische Unternehmen Shopify Inc. Fiir den europdischen Raum ist das Unternehmen Shopify
International Limited (Victoria Buildings, 2. Etage, 1-2 Haddington Road, Dublin 4, D04 XN32, Irland)
verantwortlich. Mehr Gber die Daten, die durch die Verwendung von Shop Pay verarbeitet werden,
erfahren Sie in der Privacy Policy auf https://www.shopify.de/legal/datenschutz.

Visa Datenschutzerklarung

Wir nutzen auf unserer Website Visa, einen weltweit agierenden Zahlungsanbieter. Dienstanbieter ist
das amerikanische Unternehmen Visa Inc. Fiir den europdischen Raum ist das Unternehmen Visa Europe
Services Inc. (1 Sheldon Square, London W2 6TT, GroRbritannien) zustandig. Mehr tiber die Daten, die
durch die Verwendung von Visa verarbeitet werden, erfahren Sie in der Privacy Policy auf
https://www.visa.de/nutzungsbedingungen/visa-privacy-center.html.

Klarna Checkout Datenschutzerklarung

Wir verwenden auf unserer Website das Online-Zahlungssystem Klarna Checkout des schwedischen
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Unternehmens Klarna Bank AB. Die Klarna-Bank hat ihren Hauptfirmensitz in Sveavagen 46, 111 34
Stockholm, Schweden. Wenn Sie sich fiir diesen Dienst entscheiden, werden unter anderem
personenbezogene Daten an Klarna gesendet, gespeichert und verarbeitet. In dieser
Datenschutzerkldrung mochten wir lhnen einen Uberblick iiber die Datenverarbeitung durch Klarna
geben. Klarna Checkout ist ein Zahlungssystem fiir Bestellungen in einem Onlineshop. Dabei wahlt der
Nutzer die Zahlungsart und Klarna Checkout tibernimmt den gesamten Zahlungsprozess. Nachdem ein
Nutzer einmal eine Zahlung (iber das Checkout-System durchgefiihrt hat und die entsprechenden Daten
angegeben hat, kdnnen zukiinftige Online-Einkdufe noch schneller und einfacher durchgefiihrt werden.
Das Klarna-System erkennt dann bereits nach Eingabe der E-Mail-Adresse und Postleitzahl den
bestehenden Kunden.

Welche Daten werden von Klarna Checkout gespeichert?

Sobald Sie sich fur den Zahlungsdienst Klarna entscheiden und tber die Zahlungsmethode Klarna
Checkout bezahlen, Gibermitteln Sie auch personenbezogene Daten an das Unternehmen. Auf der Klarna
Checkout-Seite werden technische Daten wie Browsertyp, Betriebssystem, unsere Internetadresse,
Datum und Uhrzeit, Spracheinstellungen, Zeitzoneneinstellungen und IP-Adresse von lhnen erhoben und
an die Server von Klarna tibermittelt und dort gespeichert. Diese Daten werden auch dann gespeichert,
wenn Sie noch keine Bestellung abgeschlossen haben.

Wenn Sie ein Produkt oder eine Dienstleistung Gber unseren Shop bestellen, miissen Sie in die
vorgegebenen Felder Daten zu Ihrer Person eingeben. Diese Daten werden durch Klarna fir die
Zahlungsabwicklung verarbeitet. Dabei konnen zur Bonitats- und Identitatsprifung speziell folgende
personenbezogenen Daten (sowie allgemeine Produktinformationen) durch Klarna gespeichert und
verarbeitet werden:

- Kontaktinformationen: Namen, Geburtsdatum, nationale Ausweisnummer, Titel, Rechnungs- und
Lieferadresse, E-Mail-Adresse, Telefonnummer, Nationalitdt oder Gehalt.

- Zahlungsinformationen wie Kreditkartendaten oder lhre Kontonummer
- Produktinformationen wie Sendungsnummer, Art des Artikels und Preis des Produkts

Zudem gibt es auch noch Daten, die optional erhoben werden kénnen, sofern Sie sich dazu bewusst
entscheiden. Das sind etwa politische, religiése oder weltanschauliche Uberzeugungen oder diverse
Gesundheitsdaten.

Klarna kann auch selbst oder Uber Dritte (wie beispielsweise tUiber uns oder ber 6ffentliche
Datenbanken) neben den oben genannten Daten auch Daten zu den Waren oder Dienstleistungen, die
Sie kaufen oder bestellen erheben. Das kann zum Beispiel die Sendungsnummer oder die Art des
bestellten Artikels sein, aber auch Auskiinfte (iber Ihre Bonitat, Gber Ihr Einkommen oder
Kreditgewdhrungen. Klarna kann lhre personenbezogenen Daten auch Dienstleister wie etwa
Softwareanbieter, Datenspeicheranbieter oder uns als Handler weitergeben. Wenn Daten automatisch in
ein Formular eingetragen werden, dann sind immer Cookies im Spiel. Wenn Sie diese Funktion nicht
nutzen wollen, kdnnen Sie jederzeit diese Cookies deaktivieren. Weiter unten im Text finden Sie eine
Anleitung, wie Sie Cookies in lhrem Browser grundsatzlich 16schen, deaktivieren oder verwalten. Unsere
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Tests haben ergeben, dass von Klarna direkt keine Cookies gesetzt werden. Wenn Sie die
Zahlungsmethode “Klarna Sofort” wahlen und auf “Bestellen” klicken, werden Sie auf die Sofort-Website
weitergeleitet. Nach der erfolgreichen Zahlung kommen Sie auf unsere Dankesseite. Dort wird von
sofort.com folgendes Cookie gesetzt:

Name: SOFUEB

Wert: e8cipp378mdscn9el7kajlfhv7121761500-4
Verwendungszweck: Dieses Cookie speichert lhre Session-ID.
Ablaufdatum: nach Beenden der Browsersitzung

Wie lange und wo werden die Daten gespeichert?

Klarna ist bemiht lhre Daten nur innerhalb der EU bzw. des Europaischen Wirtschaftsraums (EWR) zu
speichern. Es kann aber auch vorkommen, dass Daten auBerhalb des EU/EWR Ubertragen werden. Wenn
das passiert, stellt Klarna sicher, dass der Datenschutz im Einklang mit der DSGVO steht und das Drittland
in einer Angemessenheitsentscheidung der Europaischen Union steht. Die Daten werden immer
gespeichert, solange Klarna sie fiir den Verarbeitungszweck benotigt.

Wie kann ich meine Daten 16schen bzw. die Datenspeicherung verhindern?

Sie konnen lhre Einwilligung, dass Klarna personenbezogene Daten verarbeitet jederzeit widerrufen. Sie
haben auch immer das Recht auf Auskunft, Berichtigung und Loschung Ihrer personenbezogenen Daten.
Dafiir missen Sie lediglich das Unternehmen bzw. das Datenschutzteam des Unternehmens per E-Mail
an datenschutz@klarna.de kontaktieren. Uber die Klarna-Webseite , Meine Datenschutzanfrage” kénnen
Sie ebenfalls mit Klarna direkt in Kontakt treten.

Cookies, die Klarna fir ihre Funktionen moglicherweise verwendet, konnen Sie in lhrem Browser |6schen,
deaktivieren oder verwalten. Je nachdem welchen Browser Sie verwenden, funktioniert dies auf
unterschiedliche Art und Weise. Die folgenden Anleitungen zeigen, wie Sie Cookies in lhrem Browser
verwalten:

Chrome: Cookies in Chrome |6schen, aktivieren und verwalten

Safari: Verwalten von Cookies und Websitedaten mit Safari

Firefox: Cookies I6schen, um Daten zu entfernen, die Websites auf Ihrem Computer abgelegt haben
Internet Explorer: Loschen und Verwalten von Cookies

Microsoft Edge: Léschen und Verwalten von Cookies

Rechtsgrundlage

Wir bieten also zur Abwicklung von vertraglichen bzw. rechtlichen Beziehungen (Art. 6 Abs. 1 lit. b
DSGVO) neben den herkdmmlichen Bank-/Kreditinstitutionen auch den Zahlungsdienstleister Klarna
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Checkout an. Wir hoffen lhnen einen guten Uberblick iiber die Datenverarbeitung durch Klarna geboten
zu haben. Wenn Sie mehr Giber den Umgang mit Ihren Daten erfahren wollen, empfehlen wir Ihnen die
Klarna-Datenschutzerklarung unter
https://cdn.klarna.com/1.0/shared/content/legal/terms/0/de_at/privacy.

Social Media

Die Daten, die durch Ihre Nutzung eines Social-Media-Kanals gespeichert und verarbeitet werden, haben
in erster Linie den Zweck, Webanalysen durchfiihren zu kdnnen. Ziel dieser Analysen ist es, genauere und
personenbezogene Marketing- und Werbestrategien entwickeln zu kénnen. Abhangig von lhrem
Verhalten auf einer Social-Media-Plattform, kénnen mit Hilfe der ausgewerteten Daten, passende
Riickschliisse auf Ihre Interessen getroffen werden und sogenannte Userprofile erstellt werden. So ist es
den Plattformen auch moglich, Ihnen malRgeschneiderte Werbeanzeigen zu prasentieren. Meistens
werden fiir diesen Zweck Cookies in Ihrem Browser gesetzt, die Daten zu Ihrem Nutzungsverhalten
speichern.

In der Regel sind wir und der Anbieter der Social-Media-Plattform sogenannte gemeinsame Verarbeiter
im Sinne des Art. 26 DSGVO und arbeiten auf Grundlage einer diesbeziiglichen Vereinbarung. Das
Wesentliche der Vereinbarung ist weiter unten bei der betroffenen Plattform wiedergegeben. Bitte
beachten Sie, dass bei der Nutzung der Social-Media-Plattformen oder unserer eingebauten Elemente
auch Daten von Ilhnen auBerhalb der Europdischen Union verarbeitet werden kénnen, da viele
Social-Media-Kanale, beispielsweise Facebook oder Twitter, amerikanische Unternehmen sind. Dadurch
kénnen Sie moglicherweise Ihre Rechte in Bezug auf lhre personenbezogenen Daten nicht mehr so leicht
einfordern bzw. durchsetzen.

Welche Daten werden verarbeitet?

Welche Daten genau gespeichert und verarbeitet werden, hangt vom jeweiligen Anbieter der
Social-Media-Plattform ab. Fiir gewdhnlich handelt es sich um Daten wie etwa Telefonnummern,
E-Mailadressen, Informationen die Sie in ein Kontaktformular eingeben, Nutzerdaten wie zum Beispiel
welche Buttons Sie klicken, wen Sie liken oder jemandem folgen, wann Sie welche Seiten besucht haben,
Informationen zu lhrem Gerat und lhre IP-Adresse etc.. Die meisten dieser Daten werden in Cookies
gespeichert. Speziell wenn Sie selbst ein Profil bei dem besuchten Social-Media-Kanal haben und
angemeldet sind, konnen Daten mit Ihrem Profil verknlipft werden. Alle Daten, die Uiber eine
Social-Media-Plattform erhoben werden, werden auch auf den Servern der Anbieter gespeichert. Somit
haben auch nur die Anbieter Zugang zu den Daten und kdnnen lhnen die passenden Auskiinfte geben
bzw. Anderungen vornehmen. Wenn Sie genau wissen wollen, welche Daten bei den
Social-Media-Anbietern gespeichert und verarbeitet werden und wie sie der Datenverarbeitung
widersprechen kénnen, sollten Sie die jeweilige Datenschutzerklarung des Unternehmens sorgfaltig
durchlesen. Wenn Sie zur Datenspeicherung und -verarbeitung Fragen haben oder entsprechende
Rechte geltend machen wollen, empfehlen wir Ihnen, sich direkt an den Anbieter wenden.

Dauer der Datenverarbeitung

Uber die Dauer der Datenverarbeitung informieren wir Sie weiter unten, sofern wir weitere
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Informationen dazu haben. Beispielsweise speichert die Social-Media-Plattform Facebook Daten, bis sie
fiir den eigenen Zweck nicht mehr benotigt werden. Kundendaten, die mit den eigenen Userdaten
abgeglichen werden, werden aber schon innerhalb von zwei Tagen geldoscht. Generell verarbeiten wir
personenbezogene Daten nur so lange wie es fiir die Bereitstellung unserer Dienstleistungen und
Produkte unbedingt notwendig ist. Wenn es, wie zum Beispiel im Fall von Buchhaltung, gesetzlich
vorgeschrieben ist, kann diese Speicherdauer auch Gberschritten werden.

Widerspruchsrecht

Sie haben auch jederzeit das Recht und die Moglichkeit Ihre Einwilligung zur Verwendung von Cookies
bzw. Drittanbietern wie eingebettete Social-Media-Elemente zu widerrufen. Das funktioniert entweder
Gber unser Cookie-Management-Tool oder {iber andere Opt-Out-Funktionen. Zum Bespiel kdnnen Sie
auch die Datenerfassung durch Cookies verhindern, indem Sie in Ihrem Browser die Cookies verwalten,
deaktivieren oder |6schen.

Da bei Social-Media-Tools Cookies zum Einsatz kommen kdnnen, empfehlen wir lhnen auch unsere
allgemeine Datenschutzerklarung tGber Cookies. Um zu erfahren, welche Daten von lhnen genau
gespeichert und verarbeitet werden, sollten Sie die Datenschutzerklarungen der jeweiligen Tools
durchlesen.

Rechtsgrundlage

Wenn Sie eingewilligt haben, dass Daten von lhnen durch eingebundene Social-Media-Elemente
verarbeitet und gespeichert werden kdnnen, gilt diese Einwilligung als Rechtsgrundlage der
Datenverarbeitung (Art. 6 Abs. 1 lit. a DSGVO). Grundsétzlich werden lhre Daten bei Vorliegen einer
Einwilligung auch auf Grundlage unseres berechtigten Interesses (Art. 6 Abs. 1 lit. f DSGVO) an einer
schnellen und guten Kommunikation mit lhnen oder anderen Kunden und Geschaftspartnern gespeichert
und verarbeitet. Die meisten Social-Media-Plattformen setzen auch Cookies in lhrem Browser, um Daten
zu speichern. Darum empfehlen wir Thnen, unseren Datenschutztext iber Cookies genau durchzulesen
und die Datenschutzerkldrung oder die Cookie-Richtlinien des jeweiligen Dienstanbieters anzusehen.
Informationen zu speziellen Social-Media-Plattformen erfahren Sie — sofern vorhanden —in den
folgenden Abschnitten.

Facebook Datenschutzerklarung

Wir verwenden auf unserer Webseite ausgewahlte Tools von Facebook. Facebook ist ein Social Media
Network des Unternehmens Facebook Ireland Ltd., 4 Grand Canal Square, Grand Canal Harbour, Dublin 2
Ireland. Mithilfe dieser Tools kénnen wir Ihnen und Menschen, die sich fur unsere Produkte und
Dienstleistungen interessieren, das bestmogliche Angebot bieten. Im Folgenden geben wir einen
Uberblick iber die verschiedenen Facebook Tools, welche Daten an Facebook gesendet werden und wie
Sie diese Daten I6schen kdnnen.

Neben vielen anderen Produkten bietet Facebook auch die sogenannten “Facebook Business Tools” an.
Das ist die offizielle Bezeichnung von Facebook. Da der Begriff aber kaum bekannt ist, haben wir uns
dafiir entschieden, sie lediglich Facebook-Tools zu nennen. Darunter finden sich unter anderem:
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- Facebook-Pixel

- soziale Plug-ins (wie z.B der , Geféllt mir“- oder , Teilen“-Button)
- Facebook Login

- Account Kit

- APIs (Programmierschnittstelle)

- SDKs (Sammlung von Programmierwerkzeugen)
- Plattform-Integrationen

- Plugins

- Codes

- Spezifikationen

- Dokumentationen

- Technologien und Dienstleistungen

Durch diese Tools erweitert Facebook Dienstleistungen und hat die Moglichkeit, Informationen (iber
User-Aktivitaten auRerhalb von Facebook zu erhalten.

Warum verwenden wir Facebook-Tools auf unserer Website?

Wir wollen unsere Dienstleistungen und Produkte nur Menschen zeigen, die sich auch wirklich dafir
interessieren. Mithilfe von Werbeanzeigen (Facebook-Ads) kénnen wir genau diese Menschen erreichen.
Damit den Usern passende Werbung gezeigt werden kann, benétigt Facebook allerdings Informationen
Uber die Wiinsche und Bediirfnisse der Menschen. So werden dem Unternehmen Informationen Gber
das Userverhalten (und Kontaktdaten) auf unserer Webseite zur Verfligung gestellt. Dadurch sammelt
Facebook bessere User-Daten und kann interessierten Menschen die passende Werbung liber unsere
Produkte bzw. Dienstleistungen anzeigen. Die Tools ermoglichen somit maRgeschneiderte
Werbekampagnen auf Facebook.

Daten Uber lhr Verhalten auf unserer Webseite nennt Facebook , Event-Daten”. Diese werden auch fir
Messungs- und Analysedienste verwendet. Facebook kann so in unserem Auftrag ,,Kampagnenberichte”
Uber die Wirkung unserer Werbekampagnen erstellen. Weiters bekommen wir durch Analysen einen
besseren Einblick, wie Sie unsere Dienstleistungen, Webseite oder Produkte verwenden. Dadurch
optimieren wir mit einigen dieser Tools Ihre Nutzererfahrung auf unserer Webseite. Beispielsweise
kénnen Sie mit den sozialen Plug-ins Inhalte auf unserer Seite direkt auf Facebook teilen.

Welche Daten werden von Facebook-Tools gespeichert?

Durch die Nutzung einzelner Facebook-Tools kdnnen personenbezogene Daten (Kundendaten) an
Facebook gesendet werden. Abhangig von den benutzten Tools kdnnen Kundendaten wie Name,
Adresse, Telefonnummer und IP-Adresse versandt werden. Facebook verwendet diese Informationen,
um die Daten mit den Daten, die es selbst von Ihnen hat (sofern Sie Facebook-Mitglied sind)
abzugleichen. Bevor Kundendaten an Facebook libermittelt werden, erfolgt ein sogenanntes ,,Hashing”.
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Das bedeutet, dass ein beliebig groler Datensatz in eine Zeichenkette transformiert wird. Dies dient
auch der Verschlisselung von Daten. Neben den Kontaktdaten werden auch , Event-Daten” Gbermittelt.
Unter ,,Event-Daten” sind jene Informationen gemeint, die wir (iber Sie auf unserer Webseite erhalten.
Zum Beispiel, welche Unterseiten Sie besuchen oder welche Produkte Sie bei uns kaufen. Facebook teilt
die erhaltenen Informationen nicht mit Drittanbietern (wie beispielsweise Werbetreibende), aufRer das
Unternehmen hat eine explizite Genehmigung oder ist rechtlich dazu verpflichtet. ,Event-Daten” kdnnen
auch mit Kontaktdaten verbunden werden. Dadurch kann Facebook bessere personalisierte Werbung
anbieten. Nach dem bereits erwdahnten Abgleichungsprozess l16scht Facebook die Kontaktdaten wieder.

Um Werbeanzeigen optimiert ausliefern zu kénnen, verwendet Facebook die Event-Daten nur, wenn
diese mit anderen Daten (die auf andere Weise von Facebook erfasst wurden) zusammengefasst
wurden. Diese Event-Daten niitzt Facebook auch fiir Sicherheits-, Schutz-, Entwicklungs- und
Forschungszwecke. Viele dieser Daten werden (iber Cookies zu Facebook libertragen. Cookies sind kleine
Text-Dateien, die zum Speichern von Daten bzw. Informationen in Browsern verwendet werden. Je nach
verwendeten Tools und abhangig davon, ob Sie Facebook-Mitglied sind, werden unterschiedlich viele
Cookies in Inrem Browser angelegt. In den Beschreibungen der einzelnen Facebook Tools gehen wir
naher auf einzelne Facebook-Cookies ein. Allgemeine Informationen Gber die Verwendung von
Facebook-Cookies erfahren Sie auch auf https://www.facebook.com/policies/cookies.

Wie lange und wo werden die Daten gespeichert?

Grundsatzlich speichert Facebook Daten bis sie nicht mehr fiir die eigenen Dienste und
Facebook-Produkte benétigt werden. Facebook hat auf der ganzen Welt Server verteilt, wo seine Daten
gespeichert werden. Kundendaten werden allerdings, nachdem sie mit den eigenen Userdaten
abgeglichen wurden, innerhalb von 48 Stunden gel6scht.

Wie kann ich meine Daten I6schen bzw. die Datenspeicherung verhindern?

Entsprechend der Datenschutz Grundverordnung haben Sie das Recht auf Auskunft, Berichtigung,
Ubertragbarkeit und Léschung lhrer Daten.

Eine komplette Loschung der Daten erfolgt nur, wenn Sie |hr Facebook-Konto vollstdandig |I6schen. Und so
funktioniert das Loschen lhres Facebook-Kontos:

1) Klicken Sie rechts bei Facebook auf Einstellungen.

2) AnschlieRend klicken Sie in der linken Spalte auf ,Deine Facebook-Informationen”.

3) Nun klicken Sie “Deaktivierung und Léschung”.

4) Wahlen Sie jetzt ,,Konto I6schen” und klicken Sie dann auf ,,Weiter und Konto I6schen”
5) Geben Sie nun lhr Passwort ein, klicken Sie auf ,, Weiter” und dann auf ,Konto I6schen”

Die Speicherung der Daten, die Facebook (iber unsere Seite erhilt, erfolgt unter anderem (iber Cookies
(z.B. bei sozialen Plugins). In Ihrem Browser kdnnen Sie einzelne oder alle Cookies deaktivieren, [6schen
oder verwalten. Je nach dem welchen Browser Sie verwenden, funktioniert dies auf unterschiedliche Art
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und Weise. Die folgenden Anleitungen zeigen, wie Sie Cookies in Ihrem Browser verwalten:
Chrome: Cookies in Chrome |6schen, aktivieren und verwalten

Safari: Verwalten von Cookies und Websitedaten mit Safari

Firefox: Cookies I6schen, um Daten zu entfernen, die Websites auf Ihrem Computer abgelegt haben
Internet Explorer: Loschen und Verwalten von Cookies

Microsoft Edge: L6schen und Verwalten von Cookies

Falls Sie grundsatzlich keine Cookies haben wollen, kdnnen Sie lhren Browser so einrichten, dass er Sie
immer informiert, wenn ein Cookie gesetzt werden soll. So kénnen Sie bei jedem einzelnen Cookie
entscheiden, ob Sie es erlauben oder nicht. Bitte beachten Sie, dass bei der Verwendung dieses Tools
Daten von lhnen auch auBerhalb der EU gespeichert und verarbeitet werden kdnnen. Die meisten
Drittstaaten (darunter auch die USA) gelten nach derzeitigem europdischen Datenschutzrecht als nicht
sicher. Daten an unsichere Drittstaaten diirfen also nicht einfach libertragen, dort gespeichert und
verarbeitet werden, sofern es keine passenden Garantien (wie etwa EU-Standardvertragsklauseln)
zwischen uns und dem auBereuropdischen Dienstleister gibt.

Rechtsgrundlage

Wenn Sie eingewilligt haben, dass Daten von lhnen durch eingebundene Social-Media-Elemente
verarbeitet und gespeichert werden konnen, gilt diese Einwilligung als Rechtsgrundlage der
Datenverarbeitung (Art. 6 Abs. 1 lit. a DSGVO). Grundsétzlich werden lhre Daten auch auf Grundlage
unseres berechtigten Interesses (Art. 6 Abs. 1 lit. f DSGVO) an einer schnellen und guten Kommunikation
mit lhnen oder anderen Kunden und Geschaftspartnern gespeichert und verarbeitet. Die meisten
Social-Media-Plattformen setzen auch Cookies in Ihrem Browser, um Daten zu speichern. Darum
empfehlen wir lhnen, unseren Datenschutztext Giber Cookies genau durchzulesen und die
Datenschutzerklarung oder die Cookie-Richtlinien des jeweiligen Dienstanbieters anzusehen. Wenn Sie
mehr dariiber erfahren wollen, wie Facebook lhre Daten verwendet, empfehlen wir lhnen die
Datenrichtlinien auf https://www.facebook.com/about/privacy/update.

Instagram Datenschutzerklarung Zusammenfassung

Wir haben auf unserer Webseite Funktionen von Instagram eingebaut. Instagram ist eine Social Media
Plattform des Unternehmens Instagram LLC, 1601 Willow Rd, Menlo Park CA 94025, USA. Instagram ist
seit 2012 ein Tochterunternehmen von Facebook Inc. und gehort zu den Facebook-Produkten. Das
Einbetten von Instagram-Inhalten auf unserer Webseite nennt man Embedding. Dadurch kénnen wir
Ihnen Inhalte wie Buttons, Fotos oder Videos von Instagram direkt auf unserer Webseite zeigen. Wenn
Sie Webseiten unserer Webprasenz aufrufen, die eine Instagram-Funktion integriert haben, werden
Daten an Instagram Ubermittelt, gespeichert und verarbeitet. Instagram verwendet dieselben Systeme
und Technologien wie Facebook. Ihre Daten werden somit lber alle Facebook-Firmen hinweg
verarbeitet. Instagram kombiniert die Vorteile eines Blogs mit den Vorteilen von audiovisuellen
Plattformen wie YouTube oder Vimeo.
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Warum verwenden wir Instagram auf unserer Website?

Instagram ist jene Social Media Plattform, die in den letzten Jahren so richtig durch die Decke ging. Und
natirlich haben auch wir auf diesen Boom reagiert. Wir wollen, dass Sie sich auf unserer Webseite so
wohl wie moglich fiihlen. Darum ist fiir uns eine abwechslungsreiche Aufbereitung unserer Inhalte
selbstverstandlich. Durch die eingebetteten Instagram-Funktionen kénnen wir unseren Content mit
hilfreichen, lustigen oder spannenden Inhalten aus der Instagram-Welt bereichern. Da Instagram eine
Tochtergesellschaft von Facebook ist, kbnnen uns die erhobenen Daten auch fiir personalisierte
Werbung auf Facebook dienlich sein. So bekommen unsere Werbeanzeigen nur Menschen, die sich
wirklich flr unsere Produkte oder Dienstleistungen interessieren. Instagram niitzt die gesammelten
Daten auch zu Messungs- und Analysezwecken. Wir bekommen zusammengefasste Statistiken und so
mehr Einblick iber lhre Wiinsche und Interessen. Wichtig ist zu erwahnen, dass diese Berichte Sie nicht
personlich identifizieren.

Welche Daten werden von Instagram gespeichert?

Wenn Sie auf eine unserer Seiten stoRen, die Instagram-Funktionen (wie Instagrambilder oder Plug-ins)
eingebaut haben, setzt sich lhr Browser automatisch mit den Servern von Instagram in Verbindung.
Dabei werden Daten an Instagram versandt, gespeichert und verarbeitet. Und zwar unabhangig, ob Sie
ein Instagram-Konto haben oder nicht. Dazu zahlen Informationen tber unserer Webseite, liber lhren
Computer, lber getétigte Kaufe, Giber Werbeanzeigen, die Sie sehen und wie Sie unser Angebot nutzen.
Weiters werden auch Datum und Uhrzeit lhrer Interaktion mit Instagram gespeichert. Wenn Sie ein
Instagram-Konto haben bzw. eingeloggt sind, speichert Instagram deutlich mehr Daten Uber Sie.

Facebook unterscheidet zwischen Kundendaten und Eventdaten. Wir gehen davon aus, dass dies bei
Instagram genau so der Fall ist. Kundendaten sind zum Beispiel Name, Adresse, Telefonnummer und
IP-Adresse. Diese Kundendaten werden erst an Instagram libermittelt werden, wenn Sie zuvor ,,gehasht”
wurden. Hashing meint, ein Datensatz wird in eine Zeichenkette verwandelt. Dadurch kann man die
Kontaktdaten verschlisseln. Zudem werden auch die oben genannten ,Event-Daten” (ibermittelt. Unter
,Event-Daten” versteht Facebook — und folglich auch Instagram — Daten (ber Ihr Userverhalten. Es kann
auch vorkommen, dass Kontaktdaten mit Event-Daten kombiniert werden. Die erhobenen Kontaktdaten
werden mit den Daten, die Instagram bereits von lhnen hat, abgeglichen.

Uber kleine Text-Dateien (Cookies), die meist in Ihrem Browser gesetzt werden, werden die
gesammelten Daten an Facebook libermittelt. Je nach verwendeten Instagram-Funktionen und ob Sie
selbst ein Instagram-Konto haben, werden unterschiedlich viele Daten gespeichert.

Wir gehen davon aus, dass bei Instagram die Datenverarbeitung gleich funktioniert wie bei Facebook.
Das bedeutet: wenn Sie ein Instagram-Konto haben oder www.instagram.com besucht haben, hat
Instagram zumindest ein Cookie gesetzt. Wenn das der Fall ist, sendet Ihr Browser Gber das Cookie Infos
an Instagram, sobald Sie mit einer Instagram-Funktion in Berlihrung kommen. Spatestens nach 90 Tagen
(nach Abgleichung) werden diese Daten wieder geléscht bzw. anonymisiert. Obwohl wir uns intensiv mit
der Datenverarbeitung von Instagram beschaftigt haben, konnen wir nicht ganz genau sagen, welche
Daten Instagram exakt sammelt und speichert.
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Im Folgenden zeigen wir Ihnen Cookies, die in Ihrem Browser mindestens gesetzt werden, wenn Sie auf
eine Instagram-Funktion (wie z.B. Button oder ein Insta-Bild) klicken. Bei unserem Test gehen wir davon
aus, dass Sie kein Instagram-Konto haben. Wenn Sie bei Instagram eingeloggt sind, werden natiirlich
deutlich mehr Cookies in lhrem Browser gesetzt.

Wie lange und wo werden die Daten gespeichert?

Instagram teilt die erhaltenen Informationen zwischen den Facebook-Unternehmen mit externen
Partnern und mit Personen, mit denen Sie sich weltweit verbinden. Die Datenverarbeitung erfolgt unter
Einhaltung der eigenen Datenrichtlinie. Ihre Daten sind, unter anderem aus Sicherheitsgriinden, auf den
Facebook-Servern auf der ganzen Welt verteilt. Die meisten dieser Server stehen in den USA.

Wie kann ich meine Daten 16schen bzw. die Datenspeicherung verhindern?

Dank der Datenschutz Grundverordnung haben Sie das Recht auf Auskunft, Ubertragbarkeit,
Berichtigung und Loschung Ihrer Daten. In den Instagram-Einstellungen konnen Sie lhre Daten verwalten.
Wenn Sie lhre Daten auf Instagram vollig I6schen wollen, miissen Sie Ihr Instagram-Konto dauerhaft
|6schen.

Und so funktioniert die L6schung des Instagram-Kontos:

Offnen Sie zuerst die Instagram-App. Auf |hrer Profilseite gehen Sie nach unten und klicken Sie auf
,Hilfebereich”. Jetzt kommen Sie auf die Webseite des Unternehmens. Klicken Sie auf der Webseite auf
,Verwalten des Kontos” und dann auf ,Dein Konto l6schen”.

Wenn Sie lhr Konto ganz I6schen, |6scht Instagram Posts wie beispielsweise |hre Fotos und
Status-Updates. Informationen, die andere Personen Uber Sie geteilt haben, gehdren nicht zu Ihrem
Konto und werden folglich nicht geldscht.

Wie bereits oben erwahnt, speichert Instagram lhre Daten in erster Linie Giber Cookies. Diese Cookies
kénnen Sie in lhrem Browser verwalten, deaktivieren oder I6schen. Abhangig von lhrem Browser
funktioniert die Verwaltung immer ein bisschen anders. Hier zeigen wir lhnen die Anleitungen der
wichtigsten Browser.

Chrome: Cookies in Chrome l6schen, aktivieren und verwalten

Safari: Verwalten von Cookies und Websitedaten mit Safari

Firefox: Cookies I6schen, um Daten zu entfernen, die Websites auf Ihrem Computer abgelegt haben
Internet Explorer: Loschen und Verwalten von Cookies

Microsoft Edge: Léschen und Verwalten von Cookies

Sie kdnnen auch grundsétzlich Ihren Browser so einrichten, dass Sie immer informiert werden, wenn ein
Cookie gesetzt werden soll. Dann kdnnen Sie immer individuell entscheiden, ob Sie das Cookie zulassen
wollen oder nicht.
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Bitte beachten Sie, dass bei der Verwendung dieses Tools Daten von Ihnen auch aulRerhalb der EU
gespeichert und verarbeitet werden kénnen. Die meisten Drittstaaten (darunter auch die USA) gelten
nach derzeitigem europaischen Datenschutzrecht als nicht sicher. Daten an unsichere Drittstaaten
dirfen also nicht einfach libertragen, dort gespeichert und verarbeitet werden, sofern es keine
passenden Garantien (wie etwa EU-Standardvertragsklauseln) zwischen uns und dem auBereuropdischen
Dienstleister gibt.

Rechtsgrundlage

Wenn Sie eingewilligt haben, dass Daten von lhnen durch eingebundene Social-Media-Elemente
verarbeitet und gespeichert werden kdnnen, gilt diese Einwilligung als Rechtsgrundlage der
Datenverarbeitung (Art. 6 Abs. 1 lit. a DSGVO). Grundsatzlich werden lhre Daten auch auf Grundlage
unseres berechtigten Interesses (Art. 6 Abs. 1 lit. f DSGVO) an einer schnellen und guten Kommunikation
mit Ihnen oder anderen Kunden und Geschéftspartnern gespeichert und verarbeitet. Die meisten
Social-Media-Plattformen setzen auch Cookies in Ihrem Browser, um Daten zu speichern. Darum
empfehlen wir Ihnen, unseren Datenschutztext iber Cookies genau durchzulesen und die
Datenschutzerklarung oder die Cookie-Richtlinien des jeweiligen Dienstanbieters anzusehen.

Wir haben versucht, lhnen die wichtigsten Informationen liber die Datenverarbeitung durch Instagram
nadherzubringen. Auf https://help.instagram.com/519522125107875 kdnnen Sie sich noch ndher mit den

Datenrichtlinien von Instagram auseinandersetzen.
Google Maps Datenschutzerklarung

Wir benitzen auf unserer Website Google Maps der Firma Google Inc. Fiir den européaischen Raum ist
das Unternehmen Google Ireland Limited (Gordon House, Barrow Street Dublin 4, Irland) fiir alle
Google-Dienste verantwortlich. Mit Google Maps kdnnen wir Ihnen Standorte besser zeigen und damit
unser Service an lhre Bediirfnisse anpassen. Durch die Verwendung von Google Maps werden Daten an
Google Gbertragen und auf den Google-Servern gespeichert. Hier wollen wir nun genauer darauf
eingehen, was Google Maps ist, warum wir diesen Google-Dienst in Anspruch nehmen, welche Daten
gespeichert werden und wie Sie dies unterbinden kénnen.

Google Maps ist ein Internet-Kartendienst der Firma Google. Mit Google Maps kénnen Sie online Gber
einen PC, ein Tablet oder eine App genaue Standorte von Stadten, Sehenswiirdigkeiten, Unterkiinften
oder Unternehmen suchen. Wenn Unternehmen auf Google My Business vertreten sind, werden neben
dem Standort noch weitere Informationen lber die Firma angezeigt. Um die Anfahrtsmaoglichkeit
anzuzeigen, kdnnen Kartenausschnitte eines Standorts mittels HTML-Code in eine Website eingebunden
werden. Google Maps zeigt die Erdoberflache als StralRenkarte oder als Luft- bzw. Satellitenbild. Dank der
Street View Bilder und den hochwertigen Satellitenbildern sind sehr genaue Darstellungen moglich.

Warum verwenden wir Google Maps auf unserer Website?

All unsere Bemiihungen auf dieser Seite verfolgen das Ziel, Ihnen eine nitzliche und sinnvolle Zeit auf
unserer Webseite zu bieten. Durch die Einbindung von Google Maps kénnen wir Thnen die wichtigsten
Informationen zu diversen Standorten liefern. Sie sehen auf einen Blick wo wir unseren Firmensitz
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haben. Die Wegbeschreibung zeigt lhnen immer den besten bzw. schnellsten Weg zu uns. Sie kbnnen
den Anfahrtsweg fiir Routen mit dem Auto, mit 6ffentlichen Verkehrsmitteln, zu FuB oder mit dem
Fahrrad abrufen. Fiir uns ist die Bereitstellung von Google Maps Teil unseres Kundenservice.

Welche Daten werden von Google Maps gespeichert?

Damit Google Maps ihren Dienst vollstandig anbieten kann, muss das Unternehmen Daten von Ilhnen
aufnehmen und speichern. Dazu zdhlen unter anderem die eingegebenen Suchbegriffe, lhre IP-Adresse
und auch die Breiten- bzw. Langenkoordinaten. Benutzen Sie die Routenplaner-Funktion wird auch die
eingegebene Startadresse gespeichert. Diese Datenspeicherung passiert allerdings auf den Webseiten
von Google Maps. Wir kdnnen Sie darlber nur informieren, aber keinen Einfluss nehmen. Da wir Google
Maps in unsere Webseite eingebunden haben, setzt Google mindestens ein Cookie (Name: NID) in lhrem
Browser. Dieses Cookie speichert Daten Uber Ihr Userverhalten. Google nutzt diese Daten in erster Linie,
um eigene Dienste zu optimieren und individuelle, personalisierte Werbung fiir Sie bereitzustellen.

Folgendes Cookie wird aufgrund der Einbindung von Google Maps in Ihrem Browser gesetzt:
Name: NID
Wert: 188=h26c1Ktha7fCQTx8rXgLyATyITJ121761500-5

Verwendungszweck: NID wird von Google verwendet, um Werbeanzeigen an Ihre Google-Suche
anzupassen. Mit Hilfe des Cookies ,erinnert” sich Google an lhre am haufigsten eingegebenen
Suchanfragen oder lhre friihere Interaktion mit Anzeigen. So bekommen Sie immer maRgeschneiderte
Werbeanzeigen. Das Cookie enthalt eine einzigartige ID, die Google benutzt, um lhre persénlichen
Einstellungen fiir Werbezwecke zu sammeln.

Ablaufdatum: nach 6 Monaten

Anmerkung: Wir kdnnen bei den Angaben der gespeicherten Daten keine Vollstandigkeit gewahrleisten.
Speziell bei der Verwendung von Cookies sind Verdanderungen nie auszuschlieBen. Um das Cookie NID zu
identifizieren, wurde eine eigene Testseite angelegt, wo ausschlielllich Google Maps eingebunden war.

Wie lange und wo werden die Daten gespeichert?

Die Google-Server stehen in Rechenzentren auf der ganzen Welt. Die meisten Server befinden sich
allerdings in Amerika. Aus diesem Grund werden Ihre Daten auch vermehrt in den USA gespeichert. Hier
kénnen Sie genau nachlesen wo sich die Google-Rechenzentren befinden:
https://www.google.com/about/datacenters/inside/locations/?hl=de

Die Daten verteilt Google auf verschiedenen Datentrdagern. Dadurch sind die Daten schneller abrufbar
und werden vor etwaigen Manipulationsversuchen besser geschiitzt. Jedes Rechenzentrum hat auch
spezielle Notfallprogramme. Wenn es zum Beispiel Probleme bei der Google-Hardware gibt oder eine
Naturkatastrophe die Server lahm legt, bleiben die Daten ziemlich sicher trotzdem geschiitzt.

Manche Daten speichert Google fiir einen festgelegten Zeitraum. Bei anderen Daten bietet Google
lediglich die Moglichkeit, diese manuell zu I6schen. Weiters anonymisiert das Unternehmen auch
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Informationen (wie zum Beispiel Werbedaten) in Serverprotokollen, indem es einen Teil der IP-Adresse
und Cookie-Informationen nach 9 bzw.18 Monaten |6scht.

Wie kann ich meine Daten I6schen bzw. die Datenspeicherung verhindern?

Mit der 2019 eingefiihrten automatischen Lschfunktion von Standort- und Aktivitatsdaten werden
Informationen zur Standortbestimmung und Web-/App-Aktivitdt — abhadngig von Ihrer Entscheidung —
entweder 3 oder 18 Monate gespeichert und dann geléscht. Zudem kann man diese Daten Uber das
Google-Konto auch jederzeit manuell aus dem Verlauf [6schen. Wenn Sie Ihre Standorterfassung
vollstandig verhindern wollen, miissen Sie im Google-Konto die Rubrik ,Web- und App-Aktivitat”
pausieren. Klicken Sie ,Daten und Personalisierung” und dann auf die Option , Aktivitatseinstellung”. Hier
kénnen Sie die Aktivitdten ein- oder ausschalten. In lhrem Browser kdnnen Sie weiters auch einzelne
Cookies deaktivieren, I6schen oder verwalten. Je nach dem welchen Browser Sie verwenden,
funktioniert dies immer etwas anders. Die folgenden Anleitungen zeigen, wie Sie Cookies in lhrem
Browser verwalten:

Chrome: Cookies in Chrome l6schen, aktivieren und verwalten

Safari: Verwalten von Cookies und Websitedaten mit Safari

Firefox: Cookies |6schen, um Daten zu entfernen, die Websites auf lhrem Computer abgelegt haben
Internet Explorer: Loschen und Verwalten von Cookies

Microsoft Edge: Loschen und Verwalten von Cookies

Falls Sie grundsatzlich keine Cookies haben wollen, kdnnen Sie Ihren Browser so einrichten, dass er Sie
immer informiert, wenn ein Cookie gesetzt werden soll. So kénnen Sie bei jedem einzelnen Cookie
entscheiden, ob Sie es erlauben oder nicht.

Bitte beachten Sie, dass bei der Verwendung dieses Tools Daten von Ihnen auch aulSerhalb der EU
gespeichert und verarbeitet werden kdnnen. Die meisten Drittstaaten (darunter auch die USA) gelten
nach derzeitigem europaischen Datenschutzrecht als nicht sicher. Daten an unsichere Drittstaaten
dirfen also nicht einfach {ibertragen, dort gespeichert und verarbeitet werden, sofern es keine
passenden Garantien (wie etwa EU-Standardvertragsklauseln) zwischen uns und dem aufRereuropéischen
Dienstleister gibt.

Rechtsgrundlage

Wenn Sie eingewilligt haben, dass Google Maps eingesetzt werden darf, ist die Rechtsgrundlage der
entsprechenden Datenverarbeitung diese Einwilligung. Diese Einwilligung stellt laut Art. 6 Abs. 1 lit. a
DSGVO (Einwilligung) die Rechtsgrundlage fiir die Verarbeitung personenbezogener Daten, wie sie bei
der Erfassung durch Google Maps vorkommen kann, dar.

Von unserer Seite besteht zudem ein berechtigtes Interesse, Google Maps zu verwenden, um unser
Online-Service zu optimieren. Die dafiir entsprechende Rechtsgrundlage ist Art. 6 Abs. 1 lit. f DSGVO
(Berechtigte Interessen).
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Wenn Sie mehr Gber die Datenverarbeitung von Google erfahren wollen, empfehlen wir lhnen die
hauseigene Datenschutzerklarung des Unternehmens unter https://policies.google.com/privacy?hl=de.

Google Fonts Datenschutzerklarung

Auf unserer Website verwenden wir Google Fonts. Das sind die “Google-Schriften” der Firma Google Inc.
Flr den europaischen Raum ist das Unternehmen Google Ireland Limited (Gordon House, Barrow Street
Dublin 4, Irland) fir alle Google-Dienste verantwortlich. Fir die Verwendung von Google-Schriftarten
missen Sie sich nicht anmelden bzw. ein Passwort hinterlegen. Weiters werden auch keine Cookies in
Ihrem Browser gespeichert. Die Dateien (CSS, Schriftarten/Fonts) werden (iber die Google-Domains
fonts.googleapis.com und fonts.gstatic.com angefordert. Laut Google sind die Anfragen nach CSS und
Schriften vollkommen getrennt von allen anderen Google-Diensten. Wenn Sie ein Google-Konto haben,
brauchen Sie keine Sorge haben, dass Ihre Google-Kontodaten, wahrend der Verwendung von Google
Fonts, an Google Gbermittelt werden. Google erfasst die Nutzung von CSS (Cascading Style Sheets) und
der verwendeten Schriftarten und speichert diese Daten sicher. Wie die Datenspeicherung genau
aussieht, werden wir uns noch im Detail ansehen.

Viele dieser Schriftarten sind unter der SIL Open Font License veroffentlicht, wahrend andere unter der
Apache-Lizenz veroffentlicht wurden. Beides sind freie Software-Lizenzen.

Warum verwenden wir Google Fonts auf unserer Website?

Mit Google Fonts konnen wir auf der eigenen Webseite Schriften nutzen, und missen sie nicht auf
unserem eigenen Server hochladen. Google Fonts ist ein wichtiger Baustein, um die Qualitat unserer
Webseite hoch zu halten. Alle Google-Schriften sind automatisch fiir das Web optimiert und dies spart
Datenvolumen und ist speziell fiir die Verwendung bei mobilen Endgeraten ein groRer Vorteil. Wenn Sie
unsere Seite besuchen, sorgt die niedrige DateigroRe fiir eine schnelle Ladezeit. Des Weiteren sind
Google Fonts sichere Web Fonts. Unterschiedliche Bildsynthese-Systeme (Rendering) in verschiedenen
Browsern, Betriebssystemen und mobilen Endgeraten kénnen zu Fehlern fiihren. Solche Fehler konnen
teilweise Texte bzw. ganze Webseiten optisch verzerren. Dank des schnellen Content Delivery Network
(CDN) gibt es mit Google Fonts keine plattformibergreifenden Probleme. Google Fonts unterstitzt alle
gangigen Browser (Google Chrome, Mozilla Firefox, Apple Safari, Opera) und funktioniert zuverlassig auf
den meisten modernen mobilen Betriebssystemen, einschlieRlich Android 2.2+ und iOS 4.2+ (iPhone,
iPad, iPod). Wir verwenden die Google Fonts also, damit wir unser gesamtes Online-Service so schén und
einheitlich wie moglich darstellen kdnnen.

Welche Daten werden von Google gespeichert?

Wenn Sie unsere Webseite besuchen, werden die Schriften {iber einen Google-Server nachgeladen.
Durch diesen externen Aufruf werden Daten an die Google-Server Gibermittelt. So erkennt Google auch,
dass Sie bzw. lhre IP-Adresse unsere Webseite besucht. Die Google Fonts APl wurde entwickelt, um
Verwendung, Speicherung und Erfassung von Endnutzerdaten auf das zu reduzieren, was fiir eine
ordentliche Bereitstellung von Schriften noétig ist. API steht Ubrigens fir ,, Application Programming
Interface” und dient unter anderem als Datenibermittler im Softwarebereich.
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Google Fonts speichert CSS- und Schrift-Anfragen sicher bei Google und ist somit geschiitzt. Durch die
gesammelten Nutzungszahlen kann Google feststellen, wie gut die einzelnen Schriften ankommen. Die
Ergebnisse veroffentlicht Google auf internen Analyseseiten, wie beispielsweise Google Analytics. Zudem
verwendet Google auch Daten des eigenen Web-Crawlers, um festzustellen, welche Webseiten
Google-Schriften verwenden. Diese Daten werden in der BigQuery-Datenbank von Google Fonts
veroffentlicht. Unternehmer und Entwickler niitzen das Google-Webservice BigQuery, um groRe
Datenmengen untersuchen und bewegen zu kdnnen. Zu bedenken gilt allerdings noch, dass durch jede
Google Font Anfrage auch Informationen wie Spracheinstellungen, IP-Adresse, Version des Browsers,
Bildschirmauflosung des Browsers und Name des Browsers automatisch an die Google-Server {ibertragen
werden. Ob diese Daten auch gespeichert werden, ist nicht klar feststellbar bzw. wird von Google nicht
eindeutig kommuniziert.

Wie lange und wo werden die Daten gespeichert?

Anfragen fir CSS-Assets speichert Google einen Tag lang auf seinen Servern, die hauptsachlich auRerhalb
der EU angesiedelt sind. Das erméglicht uns, mithilfe eines Google-Stylesheets die Schriftarten zu nutzen.
Ein Stylesheet ist eine Formatvorlage, liber die man einfach und schnell z.B. das Design bzw. die
Schriftart einer Webseite dndern kann. Die Font-Dateien werden bei Google ein Jahr gespeichert. Google
verfolgt damit das Ziel, die Ladezeit von Webseiten grundséatzlich zu verbessern. Wenn Millionen von
Webseiten auf die gleichen Schriften verweisen, werden sie nach dem ersten Besuch
zwischengespeichert und erscheinen sofort auf allen anderen spater besuchten Webseiten wieder.
Manchmal aktualisiert Google Schriftdateien, um die DateigroRe zu reduzieren, die Abdeckung von
Sprache zu erhohen und das Design zu verbessern.

Wie kann ich meine Daten I6schen bzw. die Datenspeicherung verhindern?

Jene Daten, die Google fiir einen Tag bzw. ein Jahr speichert kdnnen nicht einfach geldscht werden. Die
Daten werden beim Seitenaufruf automatisch an Google Gbermittelt. Um diese Daten vorzeitig 16schen
zu kénnen, missen Sie den Google-Support auf https://support.google.com/?hl=de&tid=121761500
kontaktieren. Datenspeicherung verhindern Sie in diesem Fall nur, wenn Sie unsere Seite nicht besuchen.
Anders als andere Web-Schriften erlaubt uns Google uneingeschrankten Zugriff auf alle Schriftarten. Wir
kénnen also unlimitiert auf ein Meer an Schriftarten zugreifen und so das Optimum fiir unsere Webseite
rausholen. Mehr zu Google Fonts und weiteren Fragen finden Sie auf
https://developers.google.com/fonts/faq?tid=121761500. Dort geht zwar Google auf
datenschutzrelevante Angelegenheiten ein, doch wirklich detaillierte Informationen tber
Datenspeicherung sind nicht enthalten. Es ist relativ schwierig, von Google wirklich prazise
Informationen Gber gespeicherten Daten zu bekommen.

Rechtsgrundlage

Wenn Sie eingewilligt haben, dass Google Fonts eingesetzt werden darf, ist die Rechtsgrundlage der
entsprechenden Datenverarbeitung diese Einwilligung. Diese Einwilligung stellt laut Art. 6 Abs. 1 lit. a
DSGVO (Einwilligung) die Rechtsgrundlage fiir die Verarbeitung personenbezogener Daten, wie sie bei
der Erfassung durch Google Fonts vorkommen kann, dar.

Seite 33




Von unserer Seite besteht zudem ein berechtigtes Interesse, Google Font zu verwenden, um unser
Online-Service zu optimieren. Die dafiir entsprechende Rechtsgrundlage ist Art. 6 Abs. 1 lit. f DSGVO
(Berechtigte Interessen). Welche Daten grundsatzlich von Google erfasst werden und wofir diese Daten
verwendet werden, kdnnen Sie auch auf https://www.google.com/intl/de/policies/privacy/ nachlesen.

Google reCAPTCHA Datenschutzerklarung

Unser oberstes Ziel ist es, unsere Webseite fir Sie und fir uns bestmoglich zu sichern und zu schiitzen.
Um das zu gewahrleisten, verwenden wir Google reCAPTCHA der Firma Google Inc. Fiir den
europdischen Raum ist das Unternehmen Google Ireland Limited (Gordon House, Barrow Street Dublin 4,
Irland) fur alle Google-Dienste verantwortlich. Mit reCAPTCHA kdnnen wir feststellen, ob Sie auch
wirklich ein Mensch aus Fleisch und Blut sind und kein Roboter oder eine andere Spam-Software. Unter
Spam verstehen wir jede, auf elektronischen Weg, unerwiinschte Information, die uns ungefragter Weise
zukommt. Bei den klassischen CAPTCHAS mussten Sie zur Uberpriifung meist Text- oder Bildritsel |6sen.
Mit reCAPTCHA von Google miissen wir Sie meist nicht mit solchen Ratseln beldstigen. Hier reicht es in
den meisten Fallen, wenn Sie einfach ein Hakchen setzen und so bestéatigen, dass Sie kein Bot sind. Mit
der neuen Invisible reCAPTCHA Version miissen Sie nicht mal mehr ein Hdakchen setzen. Wie das genau
funktioniert und vor allem welche Daten dafiir verwendet werden, erfahren Sie im Verlauf dieser
Datenschutzerklarung.

reCAPTCHA ist ein freier Captcha-Dienst von Google, der Webseiten vor Spam-Software und den
Missbrauch durch nicht-menschliche Besucher schiitzt. Am haufigsten wird dieser Dienst verwendet,
wenn Sie Formulare im Internet ausfillen. Ein Captcha-Dienst ist eine Art automatischer Turing-Test, der
sicherstellen soll, dass eine Handlung im Internet von einem Menschen und nicht von einem Bot
vorgenommen wird. Im klassischen Turing-Test (benannt nach dem Informatiker Alan Turing) stellt ein
Mensch die Unterscheidung zwischen Bot und Mensch fest. Bei Captchas tibernimmt das auch der
Computer bzw. ein Softwareprogramm. Klassische Captchas arbeiten mit kleinen Aufgaben, die fir
Menschen leicht zu 16sen sind, doch fiir Maschinen erhebliche Schwierigkeiten aufweisen. Bei
reCAPTCHA miissen Sie aktiv keine Ratsel mehr 16sen. Das Tool verwendet moderne Risikotechniken, um
Menschen von Bots zu unterscheiden. Hier missen Sie nur noch das Textfeld ,,Ich bin kein Roboter”
ankreuzen bzw. bei Invisible reCAPTCHA ist selbst das nicht mehr nétig. Bei reCAPTCHA wird ein
JavaScript-Element in den Quelltext eingebunden und dann lduft das Tool im Hintergrund und analysiert
Ihr Benutzerverhalten. Aus diesen Useraktionen berechnet die Software einen sogenannten
Captcha-Score. Google berechnet mit diesem Score schon vor der Captcha-Eingabe wie hoch die
Wabhrscheinlichkeit ist, dass Sie ein Mensch sind. reCAPTCHA bzw. Captchas im Allgemeinen kommen
immer dann zum Einsatz, wenn Bots gewisse Aktionen (wie z.B. Registrierungen, Umfragen usw.)
manipulieren oder missbrauchen kénnten.

Warum verwenden wir reCAPTCHA auf unserer Website?

Wir wollen nur Menschen aus Fleisch und Blut auf unserer Seite begriiRen. Bots oder Spam-Software

unterschiedlichster Art diirfen getrost zuhause bleiben. Darum setzen wir alle Hebel in Bewegung, uns zu
schitzen und die bestmogliche Benutzerfreundlichkeit fir Sie anzubieten. Aus diesem Grund verwenden
wir Google reCAPTCHA der Firma Google. So kdnnen wir uns ziemlich sicher sein, dass wir eine , botfreie”
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Webseite bleiben. Durch die Verwendung von reCAPTCHA werden Daten an Google (ibermittelt, um
festzustellen, ob Sie auch wirklich ein Mensch sind. reCAPTCHA dient also der Sicherheit unserer
Webseite und in weiterer Folge damit auch lhrer Sicherheit. Zum Beispiel konnte es ohne reCAPTCHA
passieren, dass bei einer Registrierung ein Bot moglichst viele E-Mail-Adressen registriert, um im
Anschluss Foren oder Blogs mit unerwiinschten Werbeinhalten ,,zuzuspamen®. Mit reCAPTCHA kénnen
wir solche Botangriffe vermeiden.

Welche Daten werden von reCAPTCHA gespeichert?

reCAPTCHA sammelt personenbezogene Daten von Usern, um festzustellen, ob die Handlungen auf
unserer Webseite auch wirklich von Menschen stammen. Es kann also die IP-Adresse und andere Daten,
die Google fiir den reCAPTCHA-Dienst bendtigt, an Google versendet werden. IP-Adressen werden
innerhalb der Mitgliedstaaten der EU oder anderer Vertragsstaaten des Abkommens (iber den
Europdischen Wirtschaftsraum fast immer zuvor gekirzt, bevor die Daten auf einem Server in den USA
landen. Die IP-Adresse wird nicht mit anderen Daten von Google kombiniert, sofern Sie nicht wahrend
der Verwendung von reCAPTCHA mit lhrem Google-Konto angemeldet sind. Zuerst prift der
reCAPTCHA-Algorithmus, ob auf Threm Browser schon Google-Cookies von anderen Google-Diensten
(YouTube. Gmail usw.) platziert sind. AnschlieRend setzt reCAPTCHA ein zusatzliches Cookie in Threm
Browser und erfasst einen Schnappschuss lhres Browserfensters. Die folgende Liste von gesammelten
Browser- und Userdaten, hat nicht den Anspruch auf Vollstéandigkeit. Vielmehr sind es Beispiele von
Daten, die nach unserer Erkenntnis, von Google verarbeitet werden.

Referrer URL (die Adresse der Seite von der der Besucher kommt)

IP-Adresse (z.B. 256.123.123.1)

- Infos liber das Betriebssystem (die Software, die den Betrieb Ihres Computers ermdoglicht.
Bekannte Betriebssysteme sind Windows, Mac OS X oder Linux)

- Cookies (kleine Textdateien, die Daten in lhrem Browser speichern)

- Maus- und Keyboardverhalten (jede Aktion, die Sie mit der Maus oder der Tastatur ausfiihren
wird gespeichert)

- Datum und Spracheinstellungen (welche Sprache bzw. welches Datum Sie auf lhrem PC

voreingestellt haben wird gespeichert)

- Alle Javascript-Objekte (JavaScript ist eine Programmiersprache, die Webseiten ermdoglicht, sich
an den User anzupassen. JavaScript-Objekte kénnen alle méglichen Daten unter einem Namen
sammeln)

Bildschirmauflosung (zeigt an aus wie vielen Pixeln die Bilddarstellung besteht)

Unumstritten ist, dass Google diese Daten verwendet und analysiert noch bevor Sie auf das Hakchen ,,Ich
bin kein Roboter” klicken. Bei der Invisible reCAPTCHA-Version fallt sogar das Ankreuzen weg und der
ganze Erkennungsprozess lduft im Hintergrund ab. Wie viel und welche Daten Google genau speichert,
erfahrt man von Google nicht im Detail. Folgende Cookies werden von reCAPTCHA verwendet: Hierbei
beziehen wir uns auf die reCAPTCHA Demo-Version von Google unter
https://www.google.com/recaptcha/api2/demo. All diese Cookies bendtigen zu Trackingzwecken eine
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eindeutige Kennung. Hier ist eine Liste an Cookies, die Google reCAPTCHA auf der Demo-Version gesetzt
hat:

Name: IDE
Wert: WgTUmInmv_gXyi_DGNPLESKnRNrpgXoy1K-pAZtAkMbHI-121761500-8

Verwendungszweck: Dieses Cookie wird von der Firma DoubleClick (gehért auch Google) gesetzt, um die
Aktionen eines Users auf der Webseite im Umgang mit Werbeanzeigen zu registrieren und zu melden. So
kann die Werbewirksamkeit gemessen und entsprechende Optimierungsmalinahmen getroffen werden.
IDE wird in Browsern unter der Domain doubleclick.net gespeichert.

Ablaufdatum: nach einem Jahr
Name: 1P_JAR
Wert: 2019-5-14-12

Verwendungszweck: Dieses Cookie sammelt Statistiken zur Webseite-Nutzung und misst Conversions.
Eine Conversion entsteht z.B., wenn ein User zu einem Kaufer wird. Das Cookie wird auch verwendet, um
Usern relevante Werbeanzeigen einzublenden. Weiters kann man mit dem Cookie vermeiden, dass ein
User dieselbe Anzeige mehr als einmal zu Gesicht bekommt.

Ablaufdatum: nach einem Monat
Name: ANID
Wert: U7j1v3dZa1217615000xgZFmiqWppRWKOr

Verwendungszweck: Viele Infos konnten wir (iber dieses Cookie nicht in Erfahrung bringen. In der
Datenschutzerklarung von Google wird das Cookie im Zusammenhang mit ,, Werbecookies” wie z. B.
“DSID”, “FLC”, “AID”, “TAID” erwdhnt. ANID wird unter Domain google.com gespeichert.

Ablaufdatum: nach 9 Monaten
Name: CONSENT
Wert: YES+AT.de+20150628-20-0

Verwendungszweck: Das Cookie speichert den Status der Zustimmung eines Users zur Nutzung
unterschiedlicher Services von Google. CONSENT dient auch der Sicherheit, um User zu liberprifen,
Betriigereien von Anmeldeinformationen zu verhindern und Userdaten vor unbefugten Angriffen zu
schitzen.

Ablaufdatum: nach 19 Jahren
Name: NID

Wert: OWmuWqy121761500zILzqV_nmt3sDXwPeM5Q
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Verwendungszweck: NID wird von Google verwendet, um Werbeanzeigen an Ilhre Google-Suche
anzupassen. Mit Hilfe des Cookies , erinnert” sich Google an lhre meist eingegebenen Suchanfragen oder
Ihre friihere Interaktion mit Anzeigen. So bekommen Sie immer maRRgeschneiderte Werbeanzeigen. Das
Cookie enthilt eine einzigartige ID, um personliche Einstellungen des Users fiir Werbezwecke zu
sammeln.

Ablaufdatum: nach 6 Monaten
Name: DV
Wert: g AABBCjJMXcIOdSAAAANbqc121761500-4

Verwendungszweck: Sobald Sie das ,,Ich bin kein Roboter“-Hakchen angekreuzt haben, wird dieses
Cookie gesetzt. Das Cookie wird von Google Analytics fiir personalisierte Werbung verwendet. DV
sammelt Informationen in anonymisierter Form und wird weiters benutzt, um User-Unterscheidungen zu
treffen.

Ablaufdatum: nach 10 Minuten

Anmerkung: Diese Aufzahlung kann keinen Anspruch auf Vollstandigkeit erheben, da Google
erfahrungsgemaR die Wahl ihrer Cookies immer wieder auch verandert.

Wie lange und wo werden die Daten gespeichert?

Durch das Einfligen von reCAPTCHA werden Daten von lhnen auf den Google-Server lbertragen. Wo
genau diese Daten gespeichert werden, stellt Google, selbst nach wiederholtem Nachfragen, nicht klar
dar. Ohne eine Bestatigung von Google erhalten zu haben, ist davon auszugehen, dass Daten wie
Mausinteraktion, Verweildauer auf der Webseite oder Spracheinstellungen auf den europaischen oder
amerikanischen Google-Servern gespeichert werden. Die IP-Adresse, die lhr Browser an Google
Ubermittelt, wird grundsatzlich nicht mit anderen Google-Daten aus weiteren Google-Diensten
zusammengefihrt. Wenn Sie allerdings wahrend der Nutzung des reCAPTCHA-Plug-ins bei lhrem
Google-Konto angemeldet sind, werden die Daten zusammengefiihrt. Daflir gelten die abweichenden
Datenschutzbestimmungen der Firma Google.

Wie kann ich meine Daten I6schen bzw. die Datenspeicherung verhindern?

Wenn Sie wollen, dass lber Sie und Gber Ihr Verhalten keine Daten an Google tGbermittelt werden,
mussen Sie sich, bevor Sie unsere Webseite besuchen bzw. die reCAPTCHA-Software verwenden, bei
Google vollkommen ausloggen und alle Google-Cookies |6schen. Grundsatzlich werden die Daten sobald
Sie unsere Seite aufrufen automatisch an Google lGbermittelt. Um diese Daten wieder zu l6schen,
mussen Sie den Google-Support auf https://support.google.com/?hl=de&tid=121761500 kontaktieren.

Wenn Sie also unsere Webseite verwenden, erkldren Sie sich einverstanden, dass Google LLC und deren
Vertreter automatisch Daten erheben, bearbeiten und nutzen. Bitte beachten Sie, dass bei der
Verwendung dieses Tools Daten von lhnen auch auRerhalb der EU gespeichert und verarbeitet werden
kénnen. Die meisten Drittstaaten (darunter auch die USA) gelten nach derzeitigem europdischen
Datenschutzrecht als nicht sicher. Daten an unsichere Drittstaaten diirfen also nicht einfach tibertragen,
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dort gespeichert und verarbeitet werden, sofern es keine passenden Garantien (wie etwa
EU-Standardvertragsklauseln) zwischen uns und dem aulRereuropéischen Dienstleister gibt.

Rechtsgrundlage

Wenn Sie eingewilligt haben, dass Google reCAPTCHA eingesetzt werden darf, ist die Rechtsgrundlage
der entsprechenden Datenverarbeitung diese Einwilligung. Diese Einwilligung stellt laut Art. 6 Abs. 1 lit. a
DSGVO (Einwilligung) die Rechtsgrundlage fiir die Verarbeitung personenbezogener Daten, wie sie bei
der Erfassung durch Google reCAPTCHA vorkommen kann, dar. Von unserer Seite besteht zudem ein
berechtigtes Interesse, Google reCAPTCHA zu verwenden, um unser Online-Service zu optimieren und
sicherer zu machen. Die dafiir entsprechende Rechtsgrundlage ist Art. 6 Abs. 1 lit. f DSGVO (Berechtigte
Interessen). Etwas mehr (iber reCAPTCHA erfahren Sie auf der Webentwickler-Seite von Google auf
https://developers.google.com/recaptcha/. Google geht hier zwar auf die technische Entwicklung der
reCAPTCHA naher ein, doch genaue Informationen lber Datenspeicherung und datenschutzrelevanten
Themen sucht man auch dort vergeblich. Eine gute Ubersicht tiber die grundsatzliche Verwendung von
Daten bei Google finden Sie in der hauseigenen Datenschutzerklarung auf
https://www.google.com/intl/de/policies/privacy/.

Alle Texte sind urheberrechtlich geschiitzt.
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